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A mobile user would then carry around with the personal cluster and 
dynamically connect to such clusters using beacons in order to 
benefit from the services they offer, e.g., in smart airport, at the 
check-in desk, a beacon will notify the user that due to a technical 
snag the flight is delayed by a couple of hours and lunch e-vouchers 
are provided by the airline. 

The next section provides the motivation and the impetus to achieve 
cluster-based approach of IoPTS. 

1.3. MOTIVATION 

The IoPTS vision looks very fascinating, however, to bring it to 
fruition is very challenging. This needs to have seamless interaction 
between the user, a cluster of devices, and services with the help of 
appropriate communication technologies. To achieve this, it is very 
important to understand the requirements of the IoPTS system. 
Some of the requirements derived from above discussions are 
enumerated below: 

 1: Organizing IoT Devices 

In the application mentioned above i.e. beacons in retail, 
Amsterdam IoT Living Lab, IoT devices may be heterogeneous, 
some devices may be mobile and resource constrained in nature. 
Hence, it is very challenging to organize them systematically and to 
collect information from them.  

2: Energy Efficient Service Advertisement 

In the IoPTS, the cluster of devices offers services to the user. 
However, it is more important to make users aware of the presence 
of these services. Moreover, making advertisements and conveying 
these notifications in an energy efficient manner is needed in IoPTS 
because available notifications are large in a number and device 
(smartphone) on which user is getting a notification is battery 
powered.  Hence, service advertisement should be done in an 
energy efficient and user-centric way [19].  

 3: Personalized Service Discovery 

In IoPTS scenarios, there can be a vast number of IoT applications 
resulting in a large number of services available to the user.  
However, every time users may not be interested in all types of 
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services offered. They may be interested in specific services. 
Therefore, personalized service discovery is required. Personalized 
service discovery facilitates user-centric framework. 

To accomplish above-mentioned requirements, there is a need to 
follow a systematic approach to organize IoT devices, to form 
services and to make user aware of preferred services. Hence, it is 
vital to have a user-centric framework for IoPTS system [20]. 

From the above discussion, we need to fulfill aforementioned 
requirements to deploy IoPTS applications. However, there are 
some challenges need to be addressed to fulfill above-mentioned 
requirements [21]. The challenges are discussed below, and some 
challenges are focused in this thesis. 

Mobility: IoT system consists of different types of devices. Every 
IoT device has some fundamental functionalities, e.g. sensing the 
current temperature, air humidity, position, etc. and more complex 
functionalities require the collaboration of more devices. Hence, it is 
necessary to organize an IoT devices efficiently. However, due to 
the mobility of IoT devices, it is very difficult and challenging to 
organize them.   

Heterogeneity: IoT devices are heterogeneous in several aspects. 
The IoT devices differ in size, computational capability, functionality, 
communication interface, energy source and many more 
parameters. The major challenge for any IoPTS system is to form 
IoT services with the help of such diverse devices.   

Scalability: The number of IoT device deployment has increased 
tremendously and will continue to increase in the future as 
mentioned in the introduction section. Most IoT applications need a 
collection of a large number of heterogeneous devices and it is 
possible that a number of devices in the application may change 
dynamically. The IoT system needs to support scalability to 
organize, connect and manage such a large number of devices.  

Energy Efficiency: In the IoT, most of the devices are battery 
powered. Devices need more amount of energy for data sensing, 
data transmission, data processing and to take actions based on the 
sensed data. IoT systems should be energy efficient to increase the 
life of the IoT devices. 
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The data sensed by the IoT devices are heterogeneous in 
size, format, real-time or non-real-time, etc.; hence, a 
specific mechanism is required to process and manage such 
heterogeneous data. Further services are advertised using 
beacons stuffed with service URL. The different vendors 
could use different formats for specifying service URL which 
leads to interoperability and scalability issues. Hence, there 
is a need to have the standard for writing the URL of services. 
In this research, standard formats are not used while writing 
the service URL. 

3. In the cluster framework, the personalized service discovery 
is done on the basis of the service advertisement frame and 
user preferences. In this research, the focus is given to 
propose the service advertisement frame, however, 
configuring and retrieving the user profile attributes are not 
addressed.  

Further, the user profile could be created based on the 
service usage. Hence, there is a need of mechanism to 
update the user profile dynamically.  

1.6. CONTRIBUTION OF THIS THESIS 

The research contributes in improving the performance of IoPTS 
framework by addressing different aforementioned challenges. The 
contributions of this research are as follows: 

1.6.1. CONTRIBUTION 1: MOBILITY-AWARE CLUSTERING 
SCHEME 

The first contribution of the research is a Mobility-Aware Clustering 
Scheme (MACS) for efficient organization of IoT devices. The Particle 
Swarm Optimization (PSO) [22] is a basis of MACS mechanism. 
MACS treats every IoT device as a sensing device. It forms a cluster 
based on device position and fitness value that is calculated through 
PSO.  

The MACS is simulated using Network Simulator-2 (NS-2). The 
performance of the MACS is evaluated based on parameters like 
energy consumption, delay, and control overheads with a varying 
number of nodes. The measured parameters show the performance 
and suitability of MACS algorithm for IoPTS scenarios [19]. 
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IoPTS are proposed. This part includes chapter 5 and 6. A brief about 
each chapter is given below, and interconnection of thesis chapters 
is depicted in figure 1-2. 

Chapter 2: Approaches of Internet of People, Things, and 
Services  

The first part of this chapter introduces IoT and different IoT 
definitions. Subsequently, the concept is elaborated by discussing 
the IoT applications. Next section proposes the need for IoPTS and 
explains the IoPTS vision. 

The second part of this chapter provides different approaches of 
service utilization. In the next section, various types of clustering 
approaches of IoPTS are discussed. This chapter proposes a need 
for clustering framework for IoPTS.  

Finally, the various challenges of the clustering framework are 
elucidated in the vision for the realization of the IoPTS applications. 

Chapter 3: Organization of IoT devices 

The aim of this chapter is to give a detailed overview of the 
organization of IoT devices. This chapter starts with the need of an 
organization of devices. The device organization mechanisms may 
vary based on the type of devices. The next section provides the 
classification of the devices. In chapter 2, we discussed different 
types of approaches for clustering of IoT devices, i.e., self-healing 
homogeneous, heterogeneous and user-driven on-demand clusters.  

This research focuses on the details of self-healing homogeneous 
clusters. The next section provides the detailed literature survey of 
the clustering mechanisms for self-healing clusters. The design 
parameters for clustering algorithm are discovered from the analysis 
of the literature work. The chapter is summarized with the selection 
of design parameters for the proposed clustering algorithm. 

Chapter 4: Proposed clustering mechanism 

This chapter aims to propose mobility aware clustering mechanism. 
The device may change their location due to mobility, hence a self-
configurable clustering algorithm is required. This section of the 
thesis provides a proof of concept of the proposed clustering 
algorithm. The last section of this chapter presents results and 
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concluding remarks about clustering algorithm. Results are drawn 
using NS-2 tool. 

Chapter 5:  Service advertisement and discovery 

Chapter 5 aims to discuss the overview of service advertisement and 
service discovery mechanisms. The different communication 
technologies used for service advertisement are analyzed and based 
on this analysis BLE is used in the proposed work.  

In the next section, the details of the BLE advertisement frame is 
presented. In the second part of the chapter, service discovery 
process is discussed and different service ranking mechanisms are 
evaluated. The need of personalization for service discovery is 
identified based on this evaluation.  

Chapter 6: Proposed service advertisement and discovery 
mechanisms  

The aim of chapter 6 is to propose a mechanism for seamless 
interaction between user and cluster to get the benefit of the IoT 
services. The generic cluster framework is proposed to achieve a 
seamless user-cluster interaction. Two modules of this framework 
are presented in this chapter, i.e., service advertisement and service 
discovery.  

In the first part of the chapter, the PAPSA mechanism and PSR 
mechanism are proposed. In the next part of the chapter 
experimental results of PAPSA and PSR mechanisms are discussed.  

The chapter is summarized by proposing the cluster framework for 
the IoPTS, it includes three modules, i.e., device organization, 
service advertisement and service ranking. 

Chapter 7: Conclusions and Future Work 

This Chapter summarizes the research work with concluding 
remarks and provides directions for future research. 
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Figure 2-1 The museum scenario 

IoPTS helps to answer many different questions such as: will the 
cooperation of sensors, the intelligence of cloud and humans help to 
do things differently? How will these smart things change the 
perspective of human life? It is necessary to follow some specific 
strategy to make IoPTS beneficial. The strategy should be well 
thought out, not only taking into consideration the social and 
personalized behavior of people and things, but also the proactive 
nature of heterogeneous devices and predictability of interactions. 
The IoPTS refers to the collection of different services available on 
the internet and provided through an IoT framework. The general 
flow of IoPTS system is shown in the figure 2-2, where End Devices 
(ED) which can be sensors, actuators, RFID tags etc. are grouped in 
the cluster. These are connected to the IoPTS GW through Cluster 
Head (CH) (forming cluster and selecting CH is discussed in the later 
part of this chapter). The communication between ED, CH and GW 

 

Beacon is connected to each art of the museum advertising information 
about it, User's smart phone scan the available beacons in his vicinity 
and using beacon he gets historical details about the art. 
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is done through local intra-cluster communication protocol e.g. BLE. 
IoPTS GW then processes data and forward it to the server/cloud. 
At the server, the data is further processed and IoT service 
formation is done. The IoPTS GW advertise IoT services using 
beacon-based approach (discussed in the next section) to make user 
aware about the presence of services. 

Figure 2-2 IoPTS architecture 
 

 

ED: End device, it could be any IoT device, the multiple ED are 
grouped in the IoPTS cluster. CH: CH collects information from 
IoPTS cluster of ED and aggregates the data. IoPTS GW: GW 
defines services and stores data on the cloud/server and 
advertises services. UD: user device, e.g., smart phone, smart 
watch, laptop, etc. used for service utilization. 
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algorithm clusters are formed and CH are selected dynamically using 
different CH selection algorithms. CH prepares a schedule to collect 
data from group members of the cluster and broadcasts the 
schedule to the cluster members. Cluster members transmit data in 
assigned slots and during other times these are in sleep mode to 
reduce energy consumption. CH aggregates the data collected from 
cluster members and forwards these aggregated data to the GW in 
the single or multi-hop approach. The user can access services 
offered by devices through GW. For self-healing, GW updates active 
device table periodically. Administrator intervention is not required 
for such purposes. 

The user can get the benefit of the services offered by the cluster 
by interacting with the GW. The user personal cluster is connected 
to the GW for service utilization. User personal cluster includes 
devices like smart phone, laptop, smart watch and so on. In this 
type of clusters service utilization can be done using the app-based 
approach discussed in the section 2.3.1.   

2.4.2. HETEROGENEOUS CLUSTER 

In heterogeneous cluster, devices are heterogeneous in the view of 
communication interface i.e. devices may have ZigBee, Bluetooth, 
Wi-Fi, Profibus, Highway Addresable Remote Transducer (HART) 
Protocols [44]. Based on the distance and communication interface, 
devices are organized in the clusters and CH is selected as per 
different CH algorithms. To deploy such clusters, the administrator 
is required for field installation as clusters are formed based on the 
distance and similar communication interface. As per traditional 
approach, each cluster will require one GW with a similar 
communication interface. This approach is not scalable as a large 
number of GW will be required thereby increasing the cost of 
deployment of the application. Hence, GW with heterogeneous 
communication interface is required. 

This approach of forming a cluster is used in applications which have 
a high density of heterogeneous devices and the deployment area 
is large. Depending on the density and area of the application, 
formation of heterogeneous cluster varies. In applications which 
have less number of devices and small deployment area the 
functionality of GW and CH can be combined in the GW. 

In heterogeneous cluster approach, the GW plays a major role and 
has additional capabilities than GW in self-healing scenario. The GW 
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has the capability to receive data from multiple CH over different 
communication interfaces and forwards it to the server/cloud. The 
user can benefit the services offered by heterogeneous cluster by 
connecting to the GW. 

In this type of clusters, service utilization can be done using app 
based, beacon/cluster-based approach discussed in the section 
2.3.2. The beacon-based approach makes user aware about the 
services offered by the cluster of the devices. 

2.4.3. USER-DRIVEN ON-DEMAND CLUSTER 

In user-driven type of cluster, the initial setup of the cluster is done 
by the administrator similar to the heterogeneous cluster. It is a 
type of heterogeneous cluster with some advancements. It has the 
same configuration as that of the heterogeneous cluster.  
Here, two different clusters may meet and connect for a limited time 
span to finish a particular task e.g. user enters at some unknown 
premises and needs to complete the task based on the information 
sensed by the devices at the premises. There is a need to form a 
cluster of user personal devices and a few devices among all devices 
of the heterogeneous cluster without the administrator intervention. 

Such type of clusters are formed based on user demand and to form 
such clusters, GW needs to have more special capabilities than GW 
of the heterogeneous cluster. GW should be capable of selecting 
devices of the cluster based on user requirements, forming and 
maintaining cluster for limited time span to perform the required 
task. GW should have a mechanism to not only organize devices as 
per user requirement, but also have the capability to understand 
user requirements. 

In this type of clusters service utilization can be done using the 
HyperCat [35] approach discussed in the section 2.3.1. The 
selection of the device and forming the cluster will be effortless 
using HyperCat as it maintains the catalog of services offered by 
devices.  

The IoPTS clusters are shown in the figure 2-3. In the self-organized 
cluster, the devices are grouped and one CH is assigned to each 
group. CH of each group aggregates parameters sensed by group 
members and forwards aggregated data to the GW.  
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In the heterogeneous cluster, devices may have different 
communication technology. The devices with BLE communication 
are grouped and BLE based CH (BLE-CH) is assigned to the group. 
The same method is followed for other devices i.e., ZigBee based 
devices grouped and ZigBee based CH(Z-CH) is assigned and so on. 
In the case where application area and device density is small, the 
role of CH can be eliminated. 

To form user driven cluster GW selects devices according to the user 
requirements. The selected devices may be from same cluster or 
multiple different clusters as shown in figure 2-3, two devices are 
selected from different clusters shown in the dotted circle. 

Figure 2-3 IoPTS clusters 

In each of the above-mentioned approaches, the role of grouping of 
devices and GW is needed. Since it is not ideally possible that each 
device has IP connectivity, some devices may have IP connectivity 
but exposing the IoT device may lead to few hurdles. It will require 
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strong security measures to be applied on device. Also applying 
strong security measures on IoT devices is not a feasible solution 
due to less computational capabilities and more energy 
consumption. Another limitation for such scenario is the 
maintenance of network with diversified devices i.e. devices with IP 
connectivity and devices without IP connectivity. 

Devices with the low computational capability and heterogeneous 
communication interfaces are grouped together, and one GW is 
allocated to each group. GW has different communication interfaces 
to connect to all devices of the group. The user can access these 
services at anytime from anywhere through GW using the app or 
the web-based approach. 

2.5. ROLE OF GW IN THE IOPTS 

GW mainly works in a scenario where communication protocol of 
device is not the same as the protocol used at the network layer. 
GW has different functionalities, first, it acts as protocol translator 
as most of the sensors may have BLE communication interface due 
to increase in beacon applications, few may have ZigBee interface 
and so on. Due to such diversified protocols GW acts as the point of 
contact between local intra-cluster of IoT devices and external 
internet. It increases the scalability by connecting a group of devices 
to the internet. 

Second, it collects the data from heterogeneous devices. The data 
may differ in size and format. Data may be redundant and 
forwarding such data may reduce network efficiency and degrade 
system performance. Hence, data processing and aggregation is 
required.  GW processes and aggregates data before forwarding it 
to the server, hence IoT device need not required to process the 
data which results in lowering energy consumption of device and 
cost of deployment. 

Third, GW provides security to the IoT devices. The strong security 
measures could not be applied to the IoT devices due to the resource 
constrained nature. GW has sufficient computational capability and 
energy source; hence strong security measures could be applied on 
GW. Devices are secure as these are behind the GW and not directly 
exposed to the external network.   

Fourth, GW can update the firmware of IoT devices. The 
manufacturers may release new firmware version. In the network 
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Requirements of cluster framework of IoPTS are presented and 
discussed in this chapter. In this research, few requirements i.e. IoT 
device organization, to make users aware of the availability of 
services in their vicinity and personalized service discovery are 
discussed.  

On the basis of these requirements, this research proposes the 
clustering framework for IoPTS with its components i.e. clustering 
module, service advertisement module and service discovery 
module. The framework is divided into two parts. The first part 
focuses on device organization i.e. functionalities behind the GW and 
the second part concentrates on the functionalities of user-service 
interaction i.e. Service utilization. The research proposes the device 
organization algorithm in the first part of the thesis and in the 
second part of the thesis beacon-based service advertisement and 
personalized service discovery mechanisms are proposed.  
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Figure 3-1 Organization of IoT devices without clustering 

Network Management: Devices may leave or enter the network 
due to mobility or drained battery power. These changes should be 
updated for network functioning. Network management is difficult 
in the unorganized network because all the changes in the network 
need to be managed by GW. Local level network management is 
required to update the changes.  In a clustered network, it could be 
done by CH at the local level. 

Data transmission capacity: The number of packets transmitted 
through the network increases due to the absence of data 

 

Organization of IoT devices without clustering: the data 
transmission is done using flooding approach. The GW receives 
multiple copies of the single packet through multiple routes. 
More energy is consumed by devices near the GW and 
congestion may occur near GW, shown in the red color. 
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systematic clustering process. In the research, devices with sensing 
capability are considered to sense environmental parameters. In 
many IoT applications, IoT devices could be moving hence in the 
research work, mobile devices are considered. 

The second factor that affects IoT device organization is the cluster 
topology. Cluster topologies are used to reduce energy consumption 
and congestion in the cluster.  

3.1.3. CLUSTER TOPOLOGY 

Topology is the way of connecting devices to CH and GW. The 
topology may affect the performance of the cluster to a great extent. 
Presently, star, mesh, hierarchical and tree topologies are used to 
organize devices in the network [9][10][11], so in IoPTS. These 
topologies are depicted in the figure 3-2. 

Star Topology: In this type, one central device works as 
coordinator (PAN head/CH) of all devices in the cluster. Devices 
cannot communicate directly with each other. Devices are only 
connected to the coordinator device on a single hop distance. This 
type of organization is suitable for applications where devices have 
low range transmission capabilities, and the cluster density is low. 
The coordinator device must have an uninterrupted power supply 
and member devices may have battery power supply. This cluster 
follows the client-server architecture and coordinator acts as the 
server. However, if the PAN coordinator fails the complete network 
will be down. This topology is not suitable for a network having high 
device density. The cluster members are connected to the 
coordinator by a single communication path. The functioning of the 
device may stop because of the failure of a link between the 
coordinator and member device. 

Mesh topology: In the mesh topology, every device is connected 
to each other on a single or multihop distance. One device in the 
network works as a coordinator to transmit sensed data to the 
cloud/server. This is a reliable communication topology as every 
device can communicate to each other. In this topology, packet 
reception ratio is more as single link failure doesn't affect the 
working of the cluster. Network life time is higher because less 
energy is consumed for data transmission due to load balanced 
nature.  This type of topology is difficult to deploy for the high-
density network because it is difficult to reconfigure. Mesh topology 
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suffers from the higher latency as each node does store data and 
then forwards it to the next node. 

Hierarchical Tree Topology: In this type of topology, devices are 
arranged in hierarchical levels. At each level, devices are connected 
to the coordinator device similar to a star topology. Coordinators of 
each group are connected to the Base Station (BS) following a tree 
structure. This type of topology can be used in the high-density 
network, but it suffers from limitations similar to a star topology. 

Clustered Hierarchical Topology: In the clustered hierarchical 
topology devices are arranged in hierarchical levels similar to a 
hierarchical tree topology. However, devices at a similar level can 
communicate with each other. In each level, one device is selected 
as a CH. The CH is used to manage the network at the cluster level. 
The CHs of all levels are connected to each other and to the BS. This 
is a widely used type of topology as it has combined the advantages 
of mesh and hierarchical tree topology. The scalability limitation of 
mesh topology is overcome by clustered hierarchical topology by 
using CH.   

From the above discussion, we can say that the clustered 
hierarchical topology is well suited for the high-density network. In 
the proposed clustering mechanism, clustered hierarchical topology 
is used. 
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Figure 3-2 Cluster topology 

3.1.4. CLUSTERING PROCESS 

Devices could be organized systematically based on some sort of 
logical connection between them. The cluster formation and 
management process may vary depending on the different type of 
devices, topology and clusters. The different type of the clusters, 
i.e., self-healing homogeneous, heterogeneous and user-driven on-
demand cluster are presented in chapter 2, section 2.3.2. The 
cluster formation and management of the heterogeneous clusters 
could be done by the administrator. The location and number of 
devices in the self-healing homogeneous and the user-driven on-
demand cluster may vary. Hence, cluster formation and 
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management is a complex task. These types of clusters require 
clustering mechanism that could manage and update cluster without 
the intervention of the administrator. In general, the process of 
clustering of devices in WSN is as follows [12], The network with 
clustering of devices is depicted in figure 3-3: 

Cluster Formation: Cluster formation is the process to form a group 
of devices depending on the specific parameters, e.g., distance, 
location, type of data sensed, and the energy of node.  

CH Selection: The device with strong computational and 
communication capability is selected as the head of a group. 
Information sensed by cluster members is forwarded to the data 
center/cloud through the group head/CH because all devices are not 
capable of transmitting sensed data to the data server.  

Figure 3-3 Organization of IoT devices with clustering 

 

Devices are grouped in the cluster and strong node among the 
cluster is selected as CH. The user is connected to devices through 
CH and GW.  
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Discovering neighboring nodes and setting communication link 
between them are the major functions of cluster formation process. 
The selection of CH is the crucial task of the clustering process after 
formation of the cluster. The CH aggregates the data received from 
all cluster members, and the aggregated data is forwarded to the 
BS/GW. 

3.2. LITERATURE WORK OF CLUSTERING MECHANISM 

The detailed survey of literature work in the domain of clustering is 
done to understand the different mechanisms of organizing devices.  

In the clustering process, a new node is added to the cluster by 
pairing it with an existing node in the cluster. Clustering of devices 
could be done based on the parameters like node mobility, location 
awareness, cluster overlapping, energy efficiency, CH selection 
overhead, delay, hop count, the distance between CH and BS, and 
uniform CH distribution [13][14][2]. The sensor nodes can also be 
clustered according to sensing parameters, hardware capabilities, 
processing capabilities and communication interface, as well as their 
natural environment.  

A High Energy First clustering algorithm is proposed by Cheng et al. 
[15]. This work is targeted for the hard network lifetime scenarios. 
The hierarchical topology is used in this mechanism. Energy 
consumption of CH nodes and non-CH nodes is analyzed and the 
highest residual energy node is selected as CH. From the analysis of 
this mechanism, we can conclude that the high residual energy of 
the device should be considered as the primary selection parameter 
for the CH. 

Krill herd based clustering algorithm is proposed by Shopon et al. 
[16], it works in two stages to form a cluster and selection of CH.  
i.e., setup stage and steady stage. In the setup stage, all nodes 
transmit residual energy and location of the nodes to the BS. BS 
selects CH depending on the residual energy. In each round, number 
of CHs are selected. The CH main task is to aggregate data from 
cluster members and forward it to the BS. The energy of CH node is 
consumed more than the non-CH node and hence, the algorithm 
keeps rotating the role of CH. The simulation is done for 100 nodes 
and results are compared with standard clustering algorithms like 
Low-Energy Adaptive Clustering Hierarchy (LEACH), LEACH-C, and 
PSO. Simulation results show that it works better than these 
algorithms with respect to the energy consumption required for 
clustering. This algorithm maximizes the lifetime of the network by 
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selecting CH uniformly in the simulation area. Uniform CH selection 
is done by taking distance from non-CH members and high residual 
energy as criteria. The uniformity in the CH selection improves the 
average energy consumption of the network. The simulation is 
executed for some number of rounds till energy of nodes is 
exhausted to prove the scalability of an algorithm. Here, the single 
hop data communication approach is used which limits the 
scalability of the network. This work shows that the uniformity in 
CH distribution can also be one of the important parameter to form 
a cluster.  

Packet discarding based clustering is proposed by Halim et al. [17]. 
The algorithm is focused on reducing an energy consumption which 
increases due to congestion in the network. Packets are discarded 
by CH node to reduce network congestion. It works into two phases: 
clustering phase and packet discarding phase. Initially, CH is 
selected randomly. Consequently, CH receives packets from non-CH 
nodes of the cluster and aggregate the packets and forwards it to 
the BS. During data aggregation CH discards packets whose time to 
live reaches to zero and packets with size more than 60 bytes.  WSN 
packets are in the range of 30-60 bytes. The simulation results show 
that with increasing number of CHs the delay and energy 
consumption reduces as CHs performs the packet discarding. In this 
approach, extra functionality of verifying packet length is assigned 
to the CH, this computation may increase the energy consumption 
of the CH. From the analysis of this algorithm, we can say that the 
clustering algorithm should have a strategy to minimize traffic 
congestion in the network to reduce energy consumption.   

Hierarchical clustering algorithm for heterogenous WSN is proposed 
by Awan and Saleem [18]. In these, two types of nodes are 
considered. One, basic nodes which are not capable of energy 
renewing capability and two, energy harvesting node which has the 
energy renewing capability. Energy harvesting nodes are treated as 
a CH.  In this network, the area is divided into three types: regular 
grid, minimax grid and k-medoids. In the regular grid, the network 
is divided into the square-shaped cells, and energy harvesting node 
is placed at the center of the cell. Hence, a number of cells is 
dependent on the number of energy harvesting nodes and so for 
scalability it is a limiting parameter. In the minimax grid, initially 
energy harvesting nodes are deployed at the center of the cell for 
efficient energy consumption. Location of energy harvesting nodes 
is updated at the center of the smallest circle which encloses all 
nodes in the cell. Like regular grid, in minimax grid selecting the 
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number of energy harvesting node is a limiting factor. To overcome 
this in k-medoids, BS is deployed at the center. Nodes which are in 
the range of BS can directly communicate with the BS and do not 
require energy harvesting node for communication. The network is 
divided into cells for remaining nodes. Using these three ways, the 
clustering is done and these approaches are compared with LEACH 
protocol. The mobile and heterogeneous nodes were considered in 
this algorithm. This work indicates that the GW location can be one 
more important parameter for efficient clustering algorithm.  

Quantum-inspired Particle Swarm Optimization (QPSO) clustering 
algorithm for the capillary network is proposed by Song et al. [19]. 
It is assumed that all nodes are aware of their location and energy. 
In this algorithm, nodes are mobile and homogenous. QPSO works 
on the rotation angle and quantum bit technique. The algorithm is 
focused on both intra-cluster and inter-cluster energy consumption. 
Selection of CH is done depending on the fitness value. The node 
with highest fitness value is selected as CH. The fitness value is 
calculated based on the location and residual energy of a node. 
Every CH forwards data collected from cluster members to the GW. 
GW has two interfaces, one for connecting CH and other for the 
outside world. In the simulation, QPSO is compared with PSO, binary 
PSO, and quantum genetic algorithms. This algorithm indicates that 
the inter-cluster communication should be energy efficient to 
reduce the average energy consumption of the network.       

Clustering for fault monitoring in the IoT network is proposed by 
Zhou et al. [20]. In this, CH selection is done based on the Traveling 
Sales Man problem, i.e., the node which is connected to a maximum 
number of nodes (node association) with minimum distance is 
selected as CH. CH works as a monitoring node for fault 
identification. Stationary and homogenous nodes are considered for 
clustering. Simulation results show the energy efficiency of the 
algorithm as communication cost is minimum using Traveling Sales 
Man technique. This algorithm indicates that the node association 
capability is also the designing parameter for a clustering 
algorithm.    

Energy efficient clustering for WSN is proposed by Tsai and Chen 
[21]. The algorithm works in five following stages (1) virtual Id 
selection, (2) CH selection, (3) cluster setup, (4) schedule creation 
and (5) data transmission phase. In the first phase, virtual ids are 
allocated to each node. In this algorithm, all devices are GPS 
enabled for location information. CH is selected based on the 
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residual energy and energy consumption required for data routing. 
Virtual Id is required to self-promote a CH. Stationary and 
heterogenous nodes are considered in the network. Simulation 
results compared with LEACH protocol and results show that energy 
consumption for clustering is less than LEACH protocol. This 
approach is not suitable for high node density networks as due to 
GPS requirement cost of the network will be high.   

The joint clustering method for WSN is proposed by Xu et al. [22]. 
This joint clustering method uses a back-off timer and gradient 
routing for clustering. In this CH selection is dependent on the 
gradient information which helps inter-cluster communication, i.e. 
selected CH forms well-organized cluster and best path for inter-
cluster communication. Here the static and homogenous nodes are 
considered for the clustering. Initially, all nodes transmit gradient 
information. The route is setup towards BS direction with the help 
of gradient information. Cluster diameter is dependent on the 
transmission range. Simulation results show that due to 
simultaneous CH selection and multi-hop routing, energy 
consumption is reduced thereby increasing the life of the network. 
This approach persists the limitations of gradient routing. This work 
indicates that the energy consumption could be reduced by using 
backoff timer. The routing information can be used as the 
parameter for CH selection.  

Group-based mobility clustering mechanism is proposed by Kim and 
Lee [23]. In this work, homogeneous devices, i.e., devices having 
same characteristics are considered to form a cluster.  Relay device, 
termed as mesh point, is used to extend network coverage. This 
work is targeted for IoT network. To realize IoT network practically 
and for flexibility, the clustering algorithm should support mobility. 
Hence, in this work, mobile mesh points are considered, but nodes 
are considered as stationary.  Simulation results show the algorithm 
provides reliability, scalability and good coverage for mobile IoT 
network. This work concludes that the mobility is the primary 
parameter for clustering of the devices.  

Distance-aware clustering protocol for WSN is proposed by Gautam 
and Pyun [24]. In this, the network is divided into two tiers: primary 
and secondary tier. The node with the highest energy and nearest 
distance from BS is selected as CH. CH of the primary tier collects 
data from non-CH nodes and CH nodes of the secondary tier. To 
increase network lifetime, the role of CH is kept rotating. Some 
number of CHs are selected depending on the residual energy of 
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nodes. The decision to choose the number of CH needs to be 
selected dynamically depending on the number of nodes alive. The 
stationary and homogeneous nodes are considered for clustering. 
Simulation results show that the selected CH which is nearest to BS 
results in less energy consumption. The distance between the CH 
and GW can be a crucial parameter for clustering of the devices. 

Cooperative clustering protocol for mobile and homogeneous 
devices is proposed by Vambase and Mangalwede [25]. The CH of 
Bluetooth PAN acts as a gateway between low-power Bluetooth 
network and high-power WLAN. The algorithm does not require any 
infrastructure changes because of this reason it is applicable to the 
practical scenarios. The implementation results show that the 
energy consumption is minimized using cooperative clustering 
protocol as Bluetooth is used for the intra-cluster communication. 
This approach limits the data transmission speed up to 2Mbps. The 
energy consumption parameter is used for the clustering of the 
devices.  

Adoptive-parent-based clustering framework for ZigBee network is 
proposed in Huang et al. [26]. Cluster tree topology is suitable for 
low-power Zigbee network, but this topology couldn't satisfy the 
maximum data transmission requirement. To resolve the issue, in 
this work an adaptive parent-based clustering approach is proposed. 
The algorithm provides maximum data transmission capacity to the 
network nodes. When ZigBee router suddenly initiates data 
transmission, then it requires more data transmission capacity. 
Router asks for more data transmission capacity from adjacent relay 
and parent relay nodes to complete requirement. The analysis of 
this algorithm indicates that the data transmission capacity is 
also one of the design parameters for the clustering algorithm.    

3.3. EVALUATION OF CLUSTERING MECHANISMS 

In the literature, many promising mechanisms of clustering are 
presented for the WSN and IoT network. The focus of each 
mechanism is kept on one or two parameters of the clustering 
among the parameters: efficient energy consumption, prolonging 
network life time, reducing transmission delay and scalability 
support.  

The clustering algorithm should consider one or more following 
design parameters while forming the cluster as these parameters 
greatly affect cluster formation and management. Among these 
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In the research, energy consumption, uniform CH selection, node 
association capability and data transmission capability are 
considered as design parameters for clustering algorithm. The 
proposed algorithm is targeted to the network with mobile nodes 
because stationary nature of the nodes could limit the scope of the 
applications. 
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CHAPTER 4. PROPOSED 
CLUSTERING MECHANISM 

The proposed MACS algorithm and results of MACS for varying 
number of nodes in section 4.3.4 are presented in the article [5] 
(list of publication). In this chapter detail explanation of the MACS 
is done and results are extended.  

This chapter aims to propose mobility aware clustering mechanism. 
The devices in the network may change their location due to mobility 
hence, a self-configurable clustering algorithm is required in such 
environment.  This section of the thesis provides details of the 
proposed clustering algorithm. The last section of this chapter 
presents results and concluding remarks about clustering algorithm. 
The results are drawn using NS-2 simulation tool.   

4.1 MOBILITY-AWARE CLUSTERING SCHEME  

In the initial phase, WSN  was used to monitor environmental 
parameters like temperature, humidity, pressure and to respond 
accordingly [1][2]. However, with advancements in technologies, 
WSN is also used in the military surveillance [3][4][5], wild animal 
observation [6][7], forest surveillance [8][9], marine applications 
[10][11]. In some applications the deployment of devices/sensors, 
forming and managing clusters by the human is unfavorable e.g., 
sensors deployed in the dense forest area for collecting environment 
parameters.  In such cases, the self-healing clustering algorithms 
are required. The critical evaluation of literature clustering 
mechanisms is done in Chapter 3, which concludes that there is a 
need for scalable, energy efficient and mobility aware clustering 
algorithm as these are fundamental requirements of the future 
network. In this research work, we propose the MACS to address 
the scalability, mobility, and energy consumption issues. The 
proposed clustering algorithm is based on PSO.  

PSO technique is based on the birds flocking/fish schooling proposed 
by Dr. Eberhart and Dr. Kennedy [12]. The PSO analogy is similar 
to the behavior of birds to find the food. In the bird flocking scenario, 
the group of birds searching for food in the search area. The search 
area is with only one food being searched. All birds search the food 
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3. Varying GW location: The location of the GW immensely 
affects the performance of the system. The correct location 
of GW could be finalized for better performance by verifying 
the performance of the MACS for different locations of GW. 
It will help to deploy GW in real time. In this, two scenarios 
are analyzed and compared to verify the effect of GW 
location i.e., scenario with GW at center of network and GW 
at the corner of the network.  

4. Proposed MACS is compared with one of the clustering 
protocol based on the PSO i.e. Particle Swarm Optimization 
Protocol for Hierarchical Clustering (PSO_HC). Both protocols 
are simulated for similar parameters and results are verified.  

Simulation is done with following simulation parameters, shown in 
table 4-1: 

The simulation area is taken 500 X 500m to verify the scalability 
support of the MACS. Simulation is executed for 200 seconds as in 
this duration significant changes are observed in the network. In 
simulation, a random mobility model is used, i.e. random speed in 
the range of 1-5 m/s are used for mobility of nodes. For setting 
wireless network, the communication channel is considered as a 
wireless channel, the two-ray ground type of radio propagation and 
constant bit rate traffic model with UDP protocol are used 
[30][31][32][33]. The 802.11 is used as MAC protocol and a queue 
length of 50 packet size is considered.  
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COH do not increase dramatically with increasing number of nodes, 
a small increment is observed. PDR is not degraded significantly with 
increasing number of devices in the network, only a small decrease 
in the PDR is observed. Simulation results show that the 
performance of MACS is consistent even though the number of 
nodes is increased. Simulation results are represented by plotting 
the graphs: 

In figure 4-4 to 4-7, the number of nodes is on the x-axis and delay, 
EC, COH and PDR on the Y-axis, respectively.   

    

Figure 4-4 Delay Vs Number of nodes 
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Figure 4-5 Energy consumption Vs Number of nodes 

   

 

Figure 4-6 Control overhead Vs Number of nodes 

 

 

Figure 4-7 Packet delivery ratio Vs Number of nodes 
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4.3.5 RESULTS FOR STATIONARY VS MOBILE NODES 

Simulation is executed for the case of stationary nodes and results 
are compared with mobile devices scenario. Simulation parameters 
are presented in Table 4-1, for the mobile node scenario random 
mobility is used and for stationary scenario nodes are considered as 
stationary, i.e. no mobility. Simulation is re-run by varying the 
number of devices in the network: 50, 75, 100 and 125. The 
simulation results compared by calculating parameters delay, EC, 
COH and PDR are explained in the above section. Simulation results 
show that the MACS works more efficiently in the network with 
stationary devices than a network with mobile nodes. In the scenario 
with stationary devices, LAT of node is based on the node density 
near the node, it may be possible that some nodes are having larger 
number of the neighbor nodes than other ones. In the scenario with 
mobile nodes, rerouting may be required frequently due to change 
of node location, it will lead to an increase in packet drop, COH, EC, 
and delay. However, simulation results show that comparatively, 
MACS performance does not degrade too much with mobile devices. 
This shows the suitability of MACS in the mobile IoPTS scenario. 
Simulation results are shown as follows: 

In figure 4-8 to 4-11, the number of nodes is on the x-axis and 
delay, EC, COH and PDR on the Y-axis respectively. 

 

Figure 4-8 Delay: Stationary Vs Mobile devices 
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Figure 4-9 Energy consumption: Stationary Vs Mobile Devices 

 

 

Figure 4-10 Control overhead: Stationary Vs Mobile Devices 
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Figure 4-11 Packet delivery ratio: Stationary Vs Mobile Nodes 

4.3.6 RESULTS OF VARYING LOCATION OF GW 

GW location affects the network performance. If GW is situated at a 
long distance from the CH, then the CH will degrade its energy faster 
as long-distance data transmission will consume more energy. 
Simulation is run for two different scenarios: GW is located at the 
center of the network and at the corner of the network. Simulation 
parameters are presented in Table 4-1, Simulation results show that 
MACS performs better in the scenario where GW is situated at the 
center as it is approximately equidistance from all CH. Simulation 
results are shown as follows: In figure 4-12 to 4-15, the number of 
nodes is on the x-axis and delay, EC, COH and PDR on the Y-axis 
respectively. 
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Figure 4-12 Delay: GW located at center of the network Vs at corner 

 

Figure 4-13 Energy consumption: GW located at center of the network Vs 
at corner 
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Figure 4-14 Control overhead: GW located at center of the network Vs at 
corner  

 

 

 Figure 4-15 Packet delivery ratio: GW located at center of the network Vs 
at corner 

4.3.7 COMPARISON OF MACS AND PSO_HC 

The performance of the MACS mechanism is compared to the 
Particle Swarm Optimization Protocol for Hierarchical Clustering 
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Figure 4-16  Delay: MACS Vs PSO_HC 

 

Figure 4-17 Energy consumption: MACS Vs PSO_HC 
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Figure 4-18 Control Overhead: MACS Vs PSO_HC 

 

 

Figure 4-19 Packet Delivery Ratio: MACS Vs PSO_HC 
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4.4 SUMMARY 

Organization of mobile devices is a difficult process and hence it is 
a big challenge to develop a mechanism to support mobility. 
Approaches evolved so far for clustering of devices suffers from one 
or more anomalies, and hence the problem of designing scalable, 
mobility aware and energy efficient clustering is far from being 
resolved.  

The MACS is proposed in this chapter to address scalability, mobility 
and energy consumption issues of the network with resource-
constrained devices. The proposed MACS scheme is based on the 
multi-variable fitness function for cluster formation. The 
performance of MACS is verified by four different scenarios for 
scalability and mobility support. The location of the GW plays an 
important role in the network and hence the MACS performance is 
verified by changing the location of the GW.  

The simulations results show that the MACS scheme support 
mobility, and it is an energy efficient mechanism for clustering 
devices. 
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