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ABSTRACT

The fifth generation of cellular communication systems is foreseen to enable a multitude of new applications and use cases with very different requirements. A new 5G multi-service air interface needs to enhance broadband performance as well as provide new levels of reliability, latency, and supported number of users. In this paper, we focus on the massive Machine Type Communications (mMTC) service within a multi-service air interface. Specifically, we present an overview of different physical and medium access techniques to address the problem of a massive number of access attempts in mMTC and discuss the protocol performance of these solutions in a common evaluation framework.

INDEX TERMS

5G, mMTC, massive access, massive connectivity, random access.

I. INTRODUCTION

The prospect of billions of interconnected devices within the paradigm of the Internet of Things (IoT) has become one of the main drivers of the research and development in the ICT sector. In fact, the 5G requirements for IMT-2020 include the support of a multiplicity of services and applications, with massive Machine Type Communications (mMTC) being one of the three cores services. The other core services being the Ultra Reliable Low Latency (URLLC) and the extreme Mobile Broadband (eMBB) communications.

The focus in this paper is on the massive access protocols and multi-user decoding techniques associated with the support of the mMTC core service. The objective is to attach a large number of low-rate low-power devices, termed Machine-Type Devices (MTDs), to the cellular network. There are multiple factors that demand increased number of connected MTDs: the smart-grid, large scale environment and structure monitoring, asset and health monitoring, etc. Typically, these MTDs connect asynchronously and sporadically to the network to transmit small data payloads. Connected objects include various types with an extremely wide set of requirements: for instance, a connected goggle providing augmented reality would require lower latency and higher throughput compared to a connected smoke detector. However, it is commonly understood that mMTC indicates the family of devices requiring sporadic access to the network to transmit small data payloads. The sporadic access leads to having an unknown, random subset of devices being active at...
a given transmission instant or frame, which necessitates the use of some form of random access protocol.

Most of the existing MTC connections, not necessarily massive, are wireless and take place via open standard short range technologies that operate in unlicensed spectrum, such as IEEE 802.15.x and 802.11. Another trend is seen in the proprietary technologies for wide-area IoT, such as SIGFOX [1] and LoRA [2], addressing the physical domain not covered by short-range technologies and thus providing a clear indication of an emerging market that is yet to be filled by service providers. Until recently, the cellular standards could only provide access to MTDs via SMS or GPRS. This approach suffers from coverage limitations (e.g. in deep indoor for instance for gas or water meters), non-optimized hardware and limited subscription models. Moreover, the 2G/3G systems were not designed to handle thousands of sporadically active MTDs. As a result, the 3GPP has extended the support of LTE to MTC with the standardization of cat-M and NB-IoT in 2015-2016. Those standards meet most of the mMTC requirements, but still need to be improved to support the massive number of terminals with low capabilities, sporadic activity patterns, and short packet transmissions.

One of the major obstacles for the proliferation of efficient cellular access for mMTC stems from the deficiencies of the access reservation procedure, a key building block of the cellular access networking. Currently, the access reservation procedure is designed to enable connection establishment from a relatively low number of accessing devices. Additionally, each device has moderate to high data-rate requirements such that the overhead of current access protocols with multiple phases is relatively small. Both assumptions, the low number of devices as well as moderate to high data rates are in contradiction to mMTC needs. Thus, enhancement of the access reservation procedure for mMTC traffic has been in the focus of both the research community [3] and standardization [4]. However, there is a common understanding that the mMTC traffic requirements call for a more radical redesign of the cellular access [5].

Indeed, 3GPP has recently concentrated its standardization efforts in this regard in four parallel tracks, which are (i) LTE for M2M (eMTC) focusing on the modification of LTE radio access network (RAN) for mMTC services and targeted at devices with reduced air-interface capabilities [6], (ii) narrow-band IoT (NB-IoT) which targets low-cost narrow-band devices with reduced functionalities [7], (iii) extended coverage GSM for IoT (EC-GSM-IoT) [8] and (iv) the support of mMTC in 5G. In the efforts (i)-(iii), the goal can be summarized as [9]: improved indoor coverage (15-20 dB when compared to current cellular systems) and outdoor coverage up to 15 km, support of massive number of low data-rate devices with modest device complexity, improved power efficiency to ensure longer battery life, reduced access latency and efficient co-existence with the legacy cellular systems. In (iv), the development towards 5G has started in 3GPP, and while the first phase, to be standardized in Release 15 [10], focuses on extreme MBB (eMBB) services, the URLLC and mMTC will be in the focus of the following phases.

In this paper we summarize several approaches to address the massive access problem for mMTC in 5G and present an evaluation framework to assess the performance of the presented approaches in terms of the access protocol performance. The presented solutions are part of the main innovations and outcomes of the FANTASTIC-5G project [11]. First, we will outline the overall mMTC challenges and the specific research questions to be addressed in section II (also see the overview paper [10]) and provide a short overview of the state of the art MTC systems in section III. Then our system level and evaluation approach will be outlined in section IV and detailed technical approaches and their achieved performance for pure MAC protocols will be discussed in section V and combined PHY & MAC approaches in section VI. Finally, we will present the results and compare different solutions in terms of their requirements and advantages. The paper wraps with conclusions in section VII.

II. mMTC CHALLENGES

Many MTC applications are already served by today’s communication systems. However, the characteristic properties of mMTC, i.e. the massive number of devices and the very short payload sizes, require novel approaches and concepts. 5G offers the opportunity to tackle the critical challenges in a seamless cellular system combining mMTC and all the other services. In the following we mostly focus on the challenges on the PHY and MAC layers but shortly discuss system level considerations, too.

A. PHY/MAC CHALLENGES

In summary MTC leads to the following mMTC challenges:

- **Control signaling challenge:** In the existing LTE specification an endless cascade of signaling exchange between MTD, eNodeB and core network is initiated if an MTD is in idle mode and intends to send one single small packet. The overall number of sent bits is dominated by control information, and the actual data becomes negligible. Therefore, a 5G system must provide low overhead data transmission modes through novel MAC and PHY design. Additionally, higher layer enhancements, such as radio resource control signaling, are urgently required to lower the overhead on the reconnecting and re-authentication of idle users. Finally, methods that enable the transmission of small data packets over the control plane should be considered.

- **Access capacity challenge:** In LTE the first step to accessing the system or reconnecting when the device in idle mode, is the access reservation protocol. The throughput of the LTE access reservation protocol is
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severely degraded since there is no specific collision resolution procedure in physical (PHY) and medium access (MAC) layer. A 5G system must at least enhance the access reservation protocol through novel MAC and PHY approaches to support a massive number of devices.

- **Power consumption**: The MTDs are often battery powered and require 10+ years of autonomy. For that purpose, the access and communication schemes should be power efficient. This challenge is also related to the type of connection: either always UL triggered (mobile originated) or DL traffic (network originated communications) are considered. For instance, in a Sigfox model, communication is always triggered by an UL request, which helps in terms of power consumption (no need to wake up for paging channels).

- **Multi-Service Integration**: LTE is mostly focused on MBB services and uses a single frame definition and common control channels for these services. In order to enable coexistence of services with very different requirements 5G needs to include flexible frame definitions, a robust waveform and flexible control channel design to allow for dynamic bandwidth sharing and different PHY/MAC approaches. An example is provided in Fig. 1 on the multi-service integration over frequency, time and space resources. In this work, we focus on the mMTC service mainly considering the first three challenges. However, many of the approaches presented in section IV-B can be parameterized for mixed service cases, e.g. to provide higher reliability for lower number of users in a mixed URLLC and mMTC case.

We focus on the MAC and PHY layer enhancements required to solve the outlined challenges. On the one hand, access protocols with novel waveforms are considered to enable spectral and temporal asynchronicities with very low control overhead; on the other hand, several MAC and PHY approaches and their combination are presented to specifically address the first two challenges “Control Signaling” and “Throughput”. The focus of this paper is on summarizing potential solutions and providing insight on the access protocol throughput and latency of these solutions as will be discussed in section IV. Novel waveforms are only exploited as enabling technology for a novel access protocol here, an exhaustive treatment of the waveforms being considered in a 5G setting is provided in [12] and [13].

**B. SYSTEM LEVEL CONSIDERATIONS**

When the scenarios under examination are extended to topologies with many cells and in order to take higher layer functionalities into consideration then several system level considerations emerge. In addition, system level scenarios may include cooperative functions between two or more cells (e.g. by using the X2 interface) such as coordinated power control and mobility. In such environments, one can summarize the main system level topics of mMTC as: a) inter-cell interference from devices connected at neighboring cells; b) power control considerations; c) frame structure considerations and d) intra-cell interference caused by asynchronous transmissions.

In scenarios in which several cells exists, interference emerges both among intra- and inter-cell devices. Regarding intra-cell interference, it emerge in cases of contentions, thus regarding the mMTC access protocols, interference emerges in the access notification stage of multi-stage and two-stage access protocols or during the combined access and data phase of one-stage protocols. On the contrary, inter-cell interference may emerge in any phase of the system including access, connection establishment and data phases, regardless of the selection of the access protocol.

In mMTC scenarios with a single cell, power control mechanisms are targeting to minimize the interference between devices (intra-cell interference) and in increasing the power efficiency to ensure longer battery life. In a multiple cell scenario, power control mechanisms are also targeting to minimize the inter-cell interference in addition to the above. In this direction, several coordinated power control mechanisms exist which study the trade-off between the effectiveness (preciseness of power control) and the overall overhead. Among the innovation of FANTASTIC-5G is the proposition of flexible frame definitions appropriate for a multi-service environment (Fig. 1). In this direction, in contrast to eMBB services which are supported by numerologies with typical LTE TTIs (e.g. 1 ms) and URLLC service with strict latency requirements supported by small TTIs (e.g. 0.25 ms), the special requirements of mMTC services can be satisfied by numerologies with long TTIs and short subcarrier spacing in order to increase coverage and decrease device complexity and power consumption.

Regarding the loose uplink synchronization, one main limitation of the mMTC devices with sporadic uplink data is that they use the downlink channel for synchronization. This is not a major problem in small to medium sized cell environments (e.g. with inter-site distance 500 m) and in cases of channel realizations with low delay spread values (e.g. EPA [14]), because in these cases the use of cyclic prefix (CP) compensates for any deviations of the transmission from the detection window reference time. But, in case of large cells (e.g. inter-site distance > 1500m) and for channels with high delay spreads (e.g. ETU [14]), the
deviation can become larger, especially for the devices afar from the base station, and can surpass the selected CP value. In this case, the transmission is considered asynchronous to the detection window and it produces interference to the transmissions adjacent in frequency. The power of this interference is affected by various parameters (e.g., the size of two bursts, the existence of guard bands between them, etc.). In FANTASTIC-5G a set of new waveforms are proposed with properties which can limit and in some cases eliminate the interference effects due to asynchronicity [12], [13].

III. mMTC STATE OF THE ART
Several ongoing efforts aim to support mMTC in commercial communication systems, but most of these only support parts of the mMTC requirements. Short payload packets and extended coverage are already available in some of the solutions. However, the problem of a massive number of devices attempting access has not been solved. In the following, we provide a short overview of mMTC systems currently available or under development covering 3GPP systems as well as Non-3GPP systems.

A. NON-3GPP LOW POWER WIDE AREA NETWORKS
LoRA is a Low Power Wide Area Network (LPWAN) and is typically laid out in a star-of-stars topology in which gateways relay messages between end-devices and a central network server in the network back-end, [2]. The communication between end-devices and gateways is spread out on different frequency channels and data rates. The selection of the data rate is a trade-off between communication range and message duration offering a range of 0.3 kbps to 50 kbps through an adaptive data rate scheme. The access is based on a proprietary chirp based spread spectrum scheme and the MAC protocol is based on frequency and time ALOHA. LoRA operates in the sub-GHz bands and the vendors claim coverage on the order of 10–15 km in rural areas and 3–5 km in urban areas.

Sigfox is also a LPWAN that supports infrequent bi-directional communication, employs ultra narrowband (UNB) wireless modulation as access technology, while the MAC protocol is based on frequency and time ALOHA [1], [15]. The upper layers are proprietary and their definition is not public. The vendor claims coverage on the order of 30–50 km in rural areas and 3–10 km in urban areas. IEEE 802.11ah is a WAN, offering low-power and long-range operation. The operating frequency of IEEE 802.11ah is below 1 GHz, allowing a single access point (AP) to provide service to an area of up to 1 km. The PHY and MAC protocol operation is similar to the one present in the 802.11 family of protocols, extended with the introduction of restricted access window during which only certain number of devices are allowed to contend based on their device IDs [16].

There are other network systems built on top of IEEE 802.15.4 (6LoWPAN, ISA100.11a, WirelessHart) which are focused on low number of devices while providing reliability guarantees. Finally, there are other network systems with their own protocol stack such as Ingenu and Weightless.

All of the presented LPWANs assume a rather simple physical layer processing and are not capable of coping with massive number of simultaneously active devices.

B. 3GPP LOW POWER WIDE AREA NETWORKS
Until recently, MTDs were being served by 2G based solutions. However, with the success of non-3GPP technologies as previously described, such as LoRA, Sigfox, Ingenu and Weightless, the cellular industry decided to accelerate the definition of an efficient MTC set of solutions and came up with solutions standardized in 2016. The aim was to introduce new features to the LTE releases that would support IoT-like devices and would exploit the existing 4G coverage around the world. However, these new features would need to align with the new IoT key requirements which can be summarized as following:

- Low cost receiver devices (2 – 5 $);
- Long battery life (> 10 years);
- Extended coverage (+15 dB) over LTE-A

In order to achieve the three objectives (cost, power efficiency, extended coverage), design choices were made:

- Single antenna design (to reduce cost)
- Half duplex transmission (to reduce cost)
- Narrow band reception (to reduce cost, power consumption)
- Peak rate reduction (to reduce cost, complexity)
- Limited MCS and limited number of Transmit modes (to reduce complexity)
- Lower transmit power (to reduce power consumption)
- Extended DRX and new power saving modes (to reduce power consumption)
- Transmission repetition (for enhanced coverage)

Three types of IoT devices are currently supported in the 3GPP standards up to Release 13. These are the category M1 (Cat-M1), NB-IoT (NB1) and the extended coverage GSM (EC-GSM). The latter solution targets a very specific market (2G only) and is most likely to stay as a niche technology as the 2G systems spectrum resources are re-farmed into 4G.

1) CAT-M1
The eMTC (now denoted as cat-M1) comes from the need to support simpler devices than the UE types defined currently, while being capable to take advantage of the existing LTE capabilities and network support. The changes in comparison with the LTE system take place both at the device and at the network infrastructure level, where the most important one is the reduction of the device-supported bandwidth from 20 MHz to 1.4 MHz in both downlink and uplink [17]. The main consequence of this change is that the control signals (e.g., synchronization or broadcast of system block information) which are currently spread over the 20 MHz band, will be altered to support the coexistence of both LTE-M UEs and the standard, more capable, UEs.
Another important feature of this new UE category is the reduced power consumption, achieved by the transceiver-chain complexity and cost reduction, such as support of uplink and downlink rate of 1 Mbps, half-duplex operation, use of a single antenna, reduced operation bandwidth of 1.4 MHz, and reduction of the allowed maximum transmission power from 23 dBm to 20 dBm. Furthermore, there is the requirement to increase the cellular coverage of these LTE-M UEs by providing up to 15 dBs extra in the cellular link budget.

The preamble structure and access procedure are the same as in LTE, with the introduction of a simplified procedure without the security overhead. It is focused on increasing coverage, while still keeping LTE-like functionality.

2) NB1
The NB-IoT (also denoted as NB1) pertains to a clean slate design of an access network dedicated to serve a massive number of low throughput, delay tolerant and ultra-low cost devices. NB-IoT can be seen as an evolution of eMTC in respect to the optimization of the trade-off between device cost and capabilities; as well as a substitute to legacy GPRS to serve low rate IoT applications. The main technical features are: (i) reduced bandwidth of 180 kHz in downlink and uplink; (ii) maximum device transmission power of 23 dBm; and (iii) increased link budget by 20 dB extra when compared with commercially available legacy GPRS, specifically to improve the coverage of indoor IoT devices. This coverage enhancement can be achieved by power boosting of the data and control signals, message repetitions and relaxed performance requirements, e.g. by allowing longer signal acquisition time and higher error rate. An important enabler for this coverage enhancement is the introduction of multiple coverage classes, which allow the network to adapt to the device’s coverage impairments.

It has a new PRACH structure based on multi-hopping and is not based on Zadoff-Chu sequences like in LTE. There are three versions of the access protocol (full similar to LTE, medium similar to the optimized access in eMTC and light with a preamble followed by data transmission). The main focus of the NB-IoT is on providing extreme coverage, with supported number of users similar to LTE-M [18].

IV. mMTC IN A MULTI-SERVICE AIR INTERFACE
A. SYSTEM MODEL AND ASSUMPTIONS
In general, we assume mMTC to be part of a multi-service air interface suitable to serve all services envisioned in 5G in a single air interface [19], as depicted in Fig. 1. The base physical layer assumption for such a multi-service air interface is a multi-carrier system with a suitable waveform and flexible numerologies as standardized for New Radio (NR) in 3GPPP. Thus, the mMTC service (denoted as MMC in FANTASTIC-5G) may use part of a resource block grid as it is depicted in Fig. 1 and can be organized using all or part of these resources. Of course, the amount of resources available for mMTC and the numerology used will vary according to higher layer management functionalities that balance service requirements in a given scenario or cell. For example, LTE provides only limited resources for the PRACH that facilitates the access reservation protocol in LTE and thereby limits the number of serviceable users.

In contrast to this general view on a multi-service architecture, we aim to present different solutions in a comparable framework such that the access protocol performance can be gauged by different key performance indicators (KPIs). Thus, for evaluation of the proposal described in section V and VI, we consider a single cell scenario using the basic PHY layer assumptions summarized in Table 1. This allows the evaluation of the base performance of different MMC PHY/MAC concepts. Furthermore, we assume a generic OFDM waveform as base assumption that excludes topics like synchronization robustness or service separation solved by appropriate waveform choices [13].

<table>
<thead>
<tr>
<th>Parameter</th>
<th>Value</th>
<th>Explanation</th>
</tr>
</thead>
<tbody>
<tr>
<td>TTI</td>
<td>1 ms</td>
<td></td>
</tr>
<tr>
<td>Bandwidth</td>
<td>10 MHz</td>
<td>50 PRBs per TTI</td>
</tr>
<tr>
<td>Allocation size</td>
<td>1 PRB</td>
<td>1 PRB = 1 ms x 180 kHz</td>
</tr>
<tr>
<td>No. of antennas</td>
<td>1</td>
<td>Base assumption is single antenna at</td>
</tr>
<tr>
<td></td>
<td></td>
<td>UE and BS</td>
</tr>
<tr>
<td>Traffic model</td>
<td>Poisson</td>
<td>Arrival rate $\lambda$</td>
</tr>
<tr>
<td>Packet size</td>
<td>8 Bytes</td>
<td></td>
</tr>
<tr>
<td>Mean waiting time</td>
<td>0.5 ms</td>
<td>Avg. time offset between wake-up of</td>
</tr>
<tr>
<td></td>
<td></td>
<td>the UE and the beginning of the next</td>
</tr>
<tr>
<td></td>
<td></td>
<td>TTI when a SR is sent</td>
</tr>
<tr>
<td>ACK/NACK response time</td>
<td>3 ms</td>
<td>A request or packet sent in TTI i is</td>
</tr>
<tr>
<td></td>
<td></td>
<td>followed by ACK/NACK at TTI i + 3,</td>
</tr>
<tr>
<td></td>
<td></td>
<td>earliest retransmission then TTI</td>
</tr>
<tr>
<td></td>
<td></td>
<td>i + 4</td>
</tr>
<tr>
<td>Random Back-off NACK</td>
<td>0.10 ms</td>
<td>Uniform distribution, back-off after</td>
</tr>
<tr>
<td>Max Retransmissions</td>
<td>4</td>
<td>The fourth NACK is the “final” NACK</td>
</tr>
</tbody>
</table>

B. BUILDING BLOCKS
In order to address the mMTC challenges we have identified a number of building blocks that are classified into (i) Physical Layer, (ii) MAC layer, (iii) RRC layer and (iv) Waveforms. The focus of this paper is on the first two, i.e. the physical and MAC layers. However, PHY and MAC enhancements alone will not be able to solve the massive access challenges. Therefore, we also provide a short outlook on RRC and waveforms.

1) PHYSICAL LAYER
The design of access reservation protocols is usually based on idealized assumptions about the PHY performance and behavior. A classical assumption in contention based protocols is that concurrently active users are colliding and cannot be retrieved. Recently, MAC protocol analysis took the capture effect [20] into account, i.e. the decodeability of users with sufficiently different powers such that at least
one can be still decoded. PHY layer technologies that are able to resolve more collisions through advanced receiver processing like successive interference cancellation (SIC) have been in focus to enhance the performance of the overall access protocol. Furthermore, the performance of such technologies in different fading scenarios as well as under the assumption of asynchronous communication, strongly determines the performance baseline of all MAC protocols based on specific PHY solutions. In FANTASTIC-5G we studied different PHY collision resolution techniques in combination with various access protocols. On the one hand classical multi-user detection (MUD) as well as Compressive Sensing based enhancements are considered, and on the other hand also Compress- or Compute-and-Forward based schemes are considered that can be closely related to or even combined with advanced protocols like Coded Random Access.

2) MEDIUM ACCESS CONTROL LAYER
We distinguishes three types of access protocols: (a) multi-stage; (b) two-stage; and (c) one-stage. These can be interpreted very differently, and each of the three types may contain several access protocol variants. We depict these in Fig. 2.

![Access Control Diagram](image)

**FIGURE 2.** High level description of the three considered access protocols types: (a) Multi-stage access protocol with an access, connection establishment and data phase; (b) Two-stages access protocol with access and data phases; and (c) One-stage access with combined access and data phase.

A multi-stage access protocol (a), for which the current LTE connection establishment protocol is a prime example, is composed of at least three phases, the access, connection establishment (including authentication and security) and finally the data phase. A two-stage access protocol (b) allows, the UE to separate the access notification stage with its data delivery stage, e.g. through an intermediate feedback message. This leaves room for feedback and resource allocation to the UE from the eNB. The feedback could be power control and timing alignment. What is meant by a one-stage access protocol (c) is that both the access notification and data delivery need to be done in a single transaction, e.g. using one or several consecutive packets or in a single transmission. All three types of access protocols can lead to scheduled access mode, where the devices after establishing a connection to the network do not need to re-establish access in future attempts.

The work presented in this paper focuses on two-stage and one-stage access protocols. As a common assumption the signalling associated with the first connection establishment (mostly the establishment of mutual authentication and security) is assumed to be reused from a previous session where some incarnation of a full multi-stage access protocol took place.

3) RADIO RESOURCE CONTROL LAYER
A major observation beyond PHY and MAC layer was that the transition from idle mode to connected mode and vice versa used in today’s systems must be simplified or even avoided. Connectionless transmission of small packets from UEs once registered and authenticated in the network may reduce the required number of signalling messages significantly. In this case, a small packet must comprise both source and destination addresses and payload. An important component in the reduction of the required signalling, upon connection establishment, is the addition of new RRC states such as the RRC extant state (see [21]) which will allow the devices to maintain the security context active over a long period.

4) WAVEFORMS
Another major conclusion is that due to properties of new 5G waveforms tight uplink synchronization is not required anymore for the small packets typical in mMTC (see [12], [13]). This allows to compress or even avoid broadcast messages that are usually required for synchronous operation. One example is the random access response (RAR) in LTE which consists of 56 bits for each UE that has sent a detected preamble. Essentially, RAR comprises a temporary identifier, a time offset value, and a grant for the subsequent signalling messages. While for the one-stage access protocols discussed here the RAR can be completely omitted, others like the contention-based two-stage variants combined with new waveforms can significantly reduce such overhead.

C. KEY PERFORMANCE METRICS
To evaluate the performance of our various contributions on the PHY and MAC layers detailed in sections V and VI we consider two key performance indicators:

- The **Protocol Throughput** (TP) denotes the total number of served devices per TTI. It directly addresses the massive access problem by showing how many users can be served given a certain access load.
- The **Access Latency** (AL) measures the amount of time (measured in TTIs) between $T_1$ the time instant when a device has new data to transmit (packet arrival at the device) and $T_2$ the time instant when the device’s data is received successfully (packet arrival at the receiver, which in most cases is the Base Station). Here, it complements the throughput to provide a complete view. Without latency considerations the throughput could be arbitrarily enhanced by aggregation of access opportunities and longer back-off times. Therefore, technologies
can only be fairly compared if both KPIs are considered together.

This manuscript gives a compact overview of the proposed protocols and highlights evaluation results obtained in the EU funded project FANTASTIC-5G. More details on the evaluation of the proposed protocols and additional results can be found [21].

V. MAC PROTOCOL PROCEDURES

In this section we present three different MAC layer approaches using idealized models of the physical layer. First, we present results for One-Stage vs Two-Stages Access Protocols (OSTSAP) with different number of preambles and additionally exploiting decoding of multiple collisions (capture effect) showing that one-stage protocols offer better latency whereas two-stage protocols with collision resolution allow for much higher throughput. Second, we present Signature based Access with Integrated Authentication (SBAIA) that extends the idea of random access preambles like in standard LTE to a signature formed of multiple preambles enabling much higher throughput with added functionality like authentication. Finally, we present Non-Orthogonal Access with Time-Alignment Free Transmission (NOTAFT) that exploits the relaxed timing constraints of Pulse-shaped OFDM and MIMO processing to lower the signalling overhead for MTDs and enable massive access.

A. ONE-STAGE VS TWO-STAGES ACCESS PROTOCOLS (OSTSAP)

In this section we describe implementation variants of the generic two-stage and one-stage schemes shown in Fig. 2(b) and (c), respectively. In contrast to the other solutions presented in this paper, the performance evaluation is limited to pure protocol performance. In case of single-user detection (SUD), this means that two packets collided on the same data resource are always lost, whereas a single packet is always successful. In case of multi-user detection (MUD), we apply an idealized model to get the upper bound of the potential performance gain [22]. We assume that at most two superimposed packets on the same data resource can be decoded given that the UEs have utilized different preambles. Unpredicted overlapping of more than two packets leads to the loss of all of them. Of course, this scheme can only be fairly compared if both KPIs are considered together.

The BTS broadcasts information related to the assignment of radio resources. In the simplest case this is a binary vector $V$ of length $S$ indicating whether or not the originator of the respective sequence is allowed to transmit its data packet in the second stage. This implies a fixed mapping between preamble sequence and data resource. Typically, the number of sequences $S$ exceeds the number of data resources $M_D$ by an over-provisioning factor $N$, i.e. $S = NM_D$. Consequently, $N$ sequences point to one single data resource. The BTS without multi-user capability will therefore acknowledge just one detected preamble and reject the remaining. In case of MUD, a second detected preamble is acknowledged as well. A more sophisticated feedback scheme comprises a resource index instead of just one bit ACK/NACK, allowing the BTS for a fully flexible assignment of the detected service requests to the available data resources at cost of a larger downlink signalling overhead. A further enhanced scheme includes additionally the queue length of waiting UEs that could not yet be served. This enables a distribution of the detected service requests in both frequency and time domain, i.e. surplus service requests are automatically shifted to the next free time slot. In the second stage the acknowledged data packet transmission takes place. In case of any error, the retransmission scheme with parameters in Table 1 is initiated.

In the one-stage protocol shown in Fig. 2(c), the intermediate feedback after preamble detection is missing. The main advantage is the acceleration of the complete process. Preamble for activity detection and data packet can be transmitted in the same time slot. However, the capability of the two-stage protocol to control data packet transmissions and to reduce collisions is not present any more. It is therefore straightforward to combine one-stage access with MUD. A significantly high over-provisioning factor $N$ allows the BTS to separate the service requests and to gain awareness how many data packets overlap on each of the $M_D$ resources.

In Figure 3 the achievable protocol throughput with SUD and MUD is depicted as a function of the arrival rate $\lambda$ for different large sets of preamble sequences $S$. Obviously, the two-stage protocol outperforms its counterpart with respect to throughput. Main reason for this result is the possibility to assign the available data resources through the intermediate feedback after preamble detection, and consequently to reduce collisions. With a larger set of preambles $S$, the performance can be significantly improved, especially in high load...
situations (arrival rate $\lambda > 30$), and motivates further efforts to optimize the preamble sequence design for 5G. MUD improves the performance for both the one-stage and the two-stage access protocol because the number of resources is virtually increased. We remark that only cases with the same over-provisioning factor $N$, i.e. the same ratio of available preambles and data resources can be directly compared, e.g. two-stage SUD with 108 preambles (solid dark green) and MUD with 216 preambles (dotted light green).

Figure 4 shows the achievable access latency of successful packet transmissions with SUD and MUD. We see that the one-stage protocol overall can achieve significantly smaller delays if the traffic load is very low. A combination with MUD further reduces the access latency. The good result for very high load is misleading in this respect because the corresponding throughput in Fig. 3 is close to zero. In the range around $\lambda = 25$, the two-stage protocol benefits from the lower collision probability, i.e. smaller retransmission rate. We further see that a larger set of preambles $S$ can also provide some gain regarding access latency and that combination with MUD is advantageous as well.

**B. SIGNATURE BASED ACCESS WITH INTEGRATED AUTHENTICATION (SBAIA)**

In the LTE(-A/Pro) random access protocol, depicted in Fig. 5(a), each device contends for access within a Physical Random Access Channel (PRACH) by selecting randomly one of the $M$ available preambles. In case the device’s access attempt is not successful (i.e. the preamble selected by the device was also activated by at least one other device or it was not detected at all), then the device will back-off and re-attempt access later. This procedure is repeated until the device is either successful or the amount of allowed retransmissions is exceeded. In case the access attempt is successful, the device has then to inform the network about its identity and how many resources it requires to transmit its data payload. This protocol step is necessary only because the transmission of a preamble does not encode any information about the device nor its requirements.

In contrast, in the proposed random access scheme, depicted in Fig. 5(b), we allow each device to contend with a predefined sequence of preambles over multiple PRACHs, which we denote as the device’s **signature**. These signatures, i.e. the preamble activation pattern over multiple PRACHs, are constructed based on information unique to each device (such as the device’s identity). From a protocol standpoint, this signature can then be used to identify the device and its requirements (e.g. the amount of resources required to transmit its data payload). This in turn allows a significant reduction of the amount of exchanges in the access protocol to achieve the same functionality, as it can be seen when comparing Fig. 5(a) and (b). These signatures are transmitted synchronously over a frame composed of several PRACHs, as depicted in Fig. 5(c). This is made possible only if the preambles in each PRACH: (i) are orthogonal to each other; (ii) can be detected simultaneously; and (iii) allow the base station to detect a preamble even when it is transmitted by multiple devices [24], i.e. a collision in the “preamble space” is still interpreted as an activated preamble. This last property can be interpreted as the OR logical operation, since each preamble is detected as activated if there is at least one device that transmits the preamble. This observation was the motivation for the use of Bloom filters – a data structure based on the OR operation for testing set membership [25] – for
the construction of the access signatures. Specifically, the device’s identity is hashed over multiple independent hash functions and the resulting output used to select which preamble in which PRACH to activate. Finally, all the above properties can be obtained from preambles generated from spread sequences such as the Zadoff-Chu sequences.

In the following we describe briefly the signature construction, transmission and detection. Assume that a device’s identity is given by \( u \) and its corresponding signature as \( s^{(h)} = f(u) \). Where \( f(.) \) corresponds to the operation of hashing over multiple independent hash functions. The resulting signature can be represented as a binary vector, in such way that the bits at ‘0’ correspond to inactive preambles, while bits at ‘1’ represent the active preambles. As the transmission of all the devices’ signatures occurs in a synchronous fashion, then the base station receiver will observe a superposition of all the transmitted signatures as,

\[
y = \bigoplus_{h=1}^{N} s^{(h)},
\]

where \( s^{(h)} \) is the detected version of \( s^{(h)} \). The detection if a given signature is active is done by testing if the following holds

\[
s = s \otimes y,
\]

where \( \otimes \) is the bit-wise AND.

The drawback of this signature construction is that even in the case of perfect preamble detection and no false detection, the base station can still detect signatures that have not been transmitted (i.e. the corresponding device is not active) for which (2) holds. In other words, the base station may decode false positives. The signatures can then be designed in terms of the number of active preambles and the signature length; and in doing so control the number of false positives generated.

The signature decoding can be performed in an iterative manner, since the base station will receive each PRACH sequentially; and compare each of the observed active preambles with the valid signatures. This approach is inspired by the fact that the active preambles, which constitute a signature, are randomly spread over the PRACHs of the signature frame and, in principle, the base station does not need to receive all of them to detect that the signature has been transmitted. As the signature of a device is detected, the device is notified and granted access to the channel, following the access protocol depicted in Fig. 5(a).

In the following we provide a comparison in terms of protocol throughput and access latency compared with an LTE(-A/Pro) baseline. The PRACH configuration follows the details in Table 1. The mean number of arrivals is assumed to be known, and the signature based scheme dimensioned for it. The probability of preamble detection by the base station is set to \( p_d = 0.99 \) and the probability of false detection of a preamble is set to \( p_f = 10^{-3} \) [26]. In the baseline, i.e. LTE(-A/Pro) scheme, we assume the typical values for the backoff window of 20 ms, a maximum number of 10 access attempts, 10 ms until the grant message is received and 40 ms until the connection setup (collision resolution) is received. We assume that PRACH occurs every 1 ms, where there are 54 available preambles for contention per PRACH in the LTE baseline which require 6 dedicated PRBs; while for the proposed scheme we assume that 216 preambles are available per PRACH that require 12 of the available PRBs for their generation.

The protocol throughput achieved by this scheme is provided in Fig. 6. Note that the result provided is the lower bound throughput, yet for higher loads the throughput will not go beyond 38 packets per TTI as this corresponds to the maximum available PRBs per TTI.

Fig. 7 provides the upper and lower bounds of the access latency achieved by the signature scheme, where it can be observed that both bounds decrease with the increasing arrival rate. This decrease is due to the signature length decreasing with the access load, which has a direct impact on the access latency.

Signature based random access is a novel access scheme that allows the reduction of the exchanges required to transmit small payloads in wireless access protocols. The functionality of the described protocol can be extended to include authentication and security establishment and prioritization of traffic [27], [28]. This is possible, since the access pattern can be made in such a way to encode any kind of information.
C. NON-ORTHOGONAL ACCESS WITH TIME ALIGNMENT FREE TRANSMISSION (NOTAFT)

In the current LTE system, both CP-OFDM and DFTs-OFDM impose strict synchronization requirements to the system. In order to guarantee reliable link performance, the timing inaccuracy of the receiving window needs to be kept within the range of the cyclic prefix. In the cellular uplink, however, the mobility of the users yields a continuous change in the propagation delay of their transmission signals, and thus introduces time-variant timing offsets. In order to tackle such random and variable timing misalignment, a closed-loop time alignment (TA) procedure is implemented in the LTE systems for enabling the BS to track each individual user’s uplink timing during an active connection. However, for MTC with stringent power consumption limitations and sporadic activity with rather short data packets, it is desirable to design a simplified access procedure that can enable a grant-free and TA-free transmission of a short data packet in a single shot, yielding the one-stage access according to Fig. 2.

The first requirement derived from the above problem statement is the time asynchronous transmission, which is a feature supported by enhanced multi-carrier schemes like pulse shaped OFDM [29]. Pulse-shaped OFDM (P-OFDM) fully maintains the signal structure of CP-OFDM, while allowing for pulse shapes other than the rectangular pulse to balance the localization of the signal power in the time and frequency domain.

Let $T$ be the FFT size, $N$ be the number of samples within one symbol period and $T_s$ be the sampling period. We consider the time-frequency rectangular lattice of samples within one symbol period and frequency domain. Let $T$ be the subcarrier spacing. The $T$-OFDM transmit signal can be given as

$$s(t) = \sum_{n=-\infty}^{+\infty} \sum_{m=1}^{M} a_{m,n} g(t - nT) e^{j2\pi mF(t - nT)}. \quad (3)$$

Here, $a_{m,n}$ is the complex-valued information bearing symbol with sub-carrier index $m$ and symbol index $n$, respectively, and $g(t)$ represents the transmit pulse shape. At the receiver, demodulation of the received signal $r(t)$ is performed based on the receive pulse shape $\gamma$:

$$\tilde{a}_{m,n} = \int_{-\infty}^{+\infty} r(t) \gamma(t - nT) e^{-j2\pi mF(t - nT)} dt. \quad (4)$$

By carefully designing the pulse shapes $g(t)$ and $\gamma(t)$, the power localization in the time and frequency domain of a pulse can be adjusted. In this work, robustness against distortions from large timing offsets is desired. To this end, following the design approach elaborated in [30], an orthogonalized Gaussian pulse which spreads four symbol periods is adopted as the transmit and receive pulse. In comparison to CP-OFDM, it can be shown that this pulse exhibits a high resilience against timing offsets. This allows for asynchronous transmission without timing adjustment within cell coverage. Therefore, the timing alignment procedure during the random access phase can be omitted.

In contrast to the baseline assumptions outlined in Table 1, we assume pulse shaped OFDM (P-OFDM) [29] coupled with a space division multiple access (SDMA) scheme relying on multiple antennas at the BS. Coupling these two technologies facilitates a non-orthogonal grant-free access scheme supporting collision resolution based on MIMO detection techniques on the BS side. To this end, we assume that each spatial layer carries a demodulation reference signal (DMRS) orthogonal to those of the other layers.

The proposed random access scheme with non-orthogonal TA-free transmission is illustrated in Fig. 8 and can be described as follows:

1) UE establishes downlink synchronization to the primary cell and obtains the system configuration by decoding broadcast channel information. The broadcast information may include cell-specific reference signal setting, maximum number of retransmission and default transmission scheme.

2) The UE randomly selects a resource block and transmits its short packet data payload including its UE identifier. Here, the resource block consists of the time-frequency resource on a spatial layer which is identified by its DMRS.

3) The BS decodes the received signal. With a successfully decoded data payload, the UE can be identified and an acknowledgement is fed back.

4) If a UE receives an ACK, the NOTAFT transmission is completed.

5) If no ACK is received, a UE takes a random time backoff, and then steps 2-3 are repeated until either an ACK is received or the maximum number of retransmissions is reached.

We examine the uplink transmission in a single macro-cell scenario without timing adjustment. Due to the radio propagation delay, a timing misalignment is present upon the arrival of the uplink signal at the BS. Assuming a cell radius of 2 km, this timing misalignment is calculated according to the propagation delay of the round trip, laying approximately in the range of [0, 13] $\mu$s. Link performance...
evaluation in [29] shows no significant loss for such scenario when P-OFDM with an appropriately designed pulse spanning four symbol durations is employed. Therefore, for the protocol evaluation, we assume that packet loss is not caused by the timing misalignment, but only by the resource collision, i.e. if two UEs select the same spatial layer on the same resource block. Since access preamble is used, the total number of available resource blocks, i.e. 50 PRBs, can be employed for non-orthogonal data transmission for 10 MHz mode. With a typical setting of four antennas on the BS side, this amounts to a total of 200 random access opportunities per TTI. This scheme is compared to the multi-stage access scheme with TA, depicted in Fig. 2. Parameters listed in Table 1 are applied.

![FIGURE 9. Protocol throughput of the non-orthogonal access with time alignment free transmission.](image)

Fig. 9 depicts the achievable packet throughput as a function of the arrival rate. Since no resource is allocated for the random access procedure, all PRBs are utilized for data transmission. Given a much higher number of random access opportunities, the proposed NOTAFT scheme offers significantly higher throughput especially when the arrival rate is relatively high.

![FIGURE 10. Access latency of the non-orthogonal access with time alignment free transmission.](image)

As shown in Fig. 10, since the timing adjustment procedure is removed, the proposed one-shot transmission scheme exhibits lower access latency compared to the baseline approach.

In summary, the proposed access procedure facilitates a 'single-shot transmission,' enabling a reduced end-to-end latency as well as a lower signalling overhead for short packet transmissions. Thanks to this, it could substantially extend the battery life of devices for a better sleep/wake-up operation.

VI. PHY AND MAC INTEGRATED SCHEMES

In the following we present four approaches that extend the pure MAC protocol view of the previous section in terms of the physical layer assumptions. Here, all presented results include simulation of physical layer transmission at least including coding and modulation and in most cases also channel estimation. First, we present Compressive Sensing Multi-User Detection (CSMUD) which exploits sparsity due to sporadic activity in mMTC enabling efficient Multi-User detection in each random access slot of a slotted ALOHA setting. Second, we present Coded Random Access with Physical Layer Network Coding (CRAPLNC) extending the CSMUD approach to frames using ideas from network coding, which results in a high throughput Coded Random Access scheme. Third, we present Compressive Sensing Coded Random Access (CCRA) that combines Coded Random Access CSMUD with an underlay control channel significantly reducing control overhead. Finally, we present Slotted Compute and Forward (SCF) focusing on very dense networks with high numbers of mini base stations forwarding messages to a full base station to efficiently enable mMTC scenarios.

A. COMPRESSIVE SENSING MULTI-USER DETECTION (CSMUD)

The massive access problem outlined in section II is characterized by a massive number of MTDs that do not send information continuously but rather sporadically in large time intervals or even event driven. As already outlined from a MAC perspective different access protocols can structure such a sporadic access pattern. Still, the physical layer design of the access procedure remains open and naturally depends on the MAC protocol choice. Focusing on a one-stage protocol early works on sporadic access in combination with Code Division Multiple Access (CDMA) already noted that intermittent user activity leads to a multi-user detection (MUD) problem with sparsity that required novel algorithmic solutions [31]. Most importantly, with the development of compressive sensing (CS) a new mathematical tool was available to solve MUD with sparsity [32]. A major advantage of combining compressive sensing ideas and MUD lies in the theoretical guarantees of CS for under-determined detection problems. Prior to the so-called Compressive Sensing Multi-user Detection (CSMUD) most MUD problems with sparsity focused on fully-determined systems where the number of resources and users coincide. With CS detection guarantees can be given even if the number of resources is strictly smaller than the number of users which enables user detection even in highly overloaded CDMA setups. From this basic idea CSMUD has been extended in multiple directions ranging from non-coherent communication [33] to channel estimation with user activity detection. In the following we will
revisit the CSMUD ideas for channel estimation with simultaneous user activity detection [34] and present numerical evaluation result in combination with a simple one-stage protocol. The basic CSMUD ideas presented in the following also serve as an introduction to the presented solutions in section VI-B and VI-C.

Due to the sporadic activity, channels of inactive users will be modeled as zeros, i.e. for inactive user $h_i = 0_{N_h} \forall i \in \hat{Z}$, where $\hat{Z}$ and $Z$ denote the index set of all active and inactive users, respectively. This leads to additional structure in the detection problem, i.e. the vector $\mathbf{h}$ is strictly group-sparse with groups of size $N_h$. The joint channel and activity signal model is then,

$$y = \mathbf{Sh} + \mathbf{n},$$

(5)

where $\mathbf{S} \in \mathbb{C}^{M \times N}$ denotes the preamble matrix containing all user preambles, $\mathbf{y} \in \mathbb{C}^M$ denotes the received signal consisting of the superimposed $N_P$ pilots of all users at the base station and $\mathbf{n} \in \mathbb{C}^M$ summarizes all noise sources as AWGN. The preamble matrix $\mathbf{S}$ exhibits a Toeplitz structure per user describing the convolution of channel and pilots, i.e. $\mathbf{S} = [\mathbf{S}_1, \ldots, \mathbf{S}_U]^T$ with $\mathbf{S}_i$ being a Toeplitz matrix of user $i$ pilots $s_i$.

Depending on the underlying system assumptions (asynchronicity, waveform, channel model, etc.) the exact values of $M$ and $N$ vary, but are dependent on the number of users $U$, the pilot length $N_P$ and the length of the channel impulse response $N_h$. To simplify notation we focus on a one-tap Rayleigh fading channel, i.e. $N_h = 1$. Then, the detection problem can be cast as

$$\hat{\mathbf{h}} = \arg \min_{\mathbf{h} \in \mathbb{C}^N} \| \mathbf{h} \|_0 \quad \text{s.t.} \quad \| \mathbf{y} - \mathbf{Sh} \|_2 < \epsilon,$$

(6)

which is easily extended to $N_h$-tap Rayleigh fading channels if a group sparsity constraint is introduced (cf. [34]). The minimization in (6) targets the sparsest vector denoted by the “pseudo-Norm” $\| \mathbf{h} \|_0$ that counts the number of non-zeros given an $\ell_2$-norm constraint to adhere to a given noise level dependent on $\epsilon$. The solution of (6) can be approached in many different ways like convex relaxation or sub-optimal Greedy approaches which are meanwhile very well covered in the literature.

To evaluate CSMUD with respect to the KPIs and assumptions outlined in section IV the physical layer approach CSMUD was combined with a simple one-stage protocol with random backoff according to the parameters of Table 1. Each active user transmits its data in the current TTI and repeats this transmission in case of failure up to four times. A combined MAC and PHY numerical simulation was conducted over $10^4$ trails including the full physical layer processing (encoding, modulation, channel estimation, multi-user detection, demodulation, decoding) with BPSK, a [5; 7]_8 convolutional code, least squares multi-user equalization and BCJR decoding. The activity and channel estimation step is achieved by the group orthogonal matching pursuit algorithm (GOMP). The spreading factor is $N_S = 32$ and up to $K = 64$ unique spreading sequences / preambles are considered. The traffic model follows a Poisson arrival process with an arrival rate as shown on the x-axis of Fig. 12 and 13. Both KPIs depend on the signal-to-noise ratio (SNR), which is here assumed to be either 0, 5 or 10 dB and identical for all users.

**FIGURE 11.** Sporadic uplink transmission of multiple devices sending $N_P$ pilot symbols and $N_D$ data symbols to a BS.
Hence, we implicitly assume some form of open-loop power control with idealized conditions. Fig. 12 depicts the protocol throughput of the CSMUD scheme which clearly shows a nearly linear scaling with increased arrival rate for the 10 dB case up to an arrival rate of 16 at which the probability of successfully detecting and decoding a user begins to decline due to the interference level and a strong increase in retransmissions. Surprisingly, beyond $\lambda = 32$ the throughput increases again. This can be explained by the performance of the GOMP algorithm that is employed to solve (6). Up to half of the available sequences $K$ the detection performance declines because the number of non-zeros to be estimated increases up to the maximum potential for errors at exactly $K/2$. Due to the chosen stopping criteria the estimated channels $\hat{\mathbf{h}}$ can be 100% wrong, i.e. all active users are estimated as inactive (missed detections) and all inactive users are estimated as active (false alarm). Beyond $K/2$, however, detection performance increases again with the decreasing number of zeros in the estimated vector. This is finally limited by the least squares performance of a two times overloaded CDMA system at 64 active users. Naturally, this behavior is also reflected for the lower SNRs of 5 dB and 0 dB with overall decreased performance. Note, that the CSMUD approach used here does not exploit retransmission in any way. A combined decoding approach like presented in Section VI-B can strongly improve performance in cases where single slots are overloaded. However, this is highly dependent on the specific parameters of the system [35]. Furthermore, a comparison with the results presented in Section V-A indicates that the numerical simulations presented here behave differently than the pure MAC performance given orthogonal resources. Especially, the slope is lower, but the performance peak also occurs later and seems broader hinting at a more robust behavior.

Fig. 13 presents the access latency which is very low for all presented working points and shows much lower overall latencies than other schemes. Obviously, a single transmission is sufficient most of the time for 10 dB, which is increased with lower SNR and higher arrival rates. The discussed GOMP behavior does not influence the latency as strongly but leads to small variations around the maximum latency. The access latency is much lower than for example using signature based access or the frame focused PLNC enhanced scheme described in Section VI-B. This is easily explained by the fact that the both have to aggregate multiple TTIs to facilitate a successful access compared to the setup used here.

B. CODED RANDOM ACCESS WITH PHYSICAL LAYER NETWORK CODING (CRAPLNC)

This proposal is inspired by a random access scheme aiming at reduced signalling. More specifically it considers physical layer techniques aiming to increase collision resolution through advanced receiver processing, and their integration with the MAC protocol. It targets one-stage protocols, although the PHY layer solution can be also exploited in two-stage protocols by allowing more than one packet transmission per radio resource block and resolving collisions through advanced receivers. The solution falls under the category of coded random access [36], where features of channel coding are exploited both at the slot and frame level. In particular, the scheme partially presented in [37] and [38] is extended for massive access, with emphasis on the transmission of short packets. The proposed scheme assumes a minimum coordination that ensures packet synchronization. The strategy focuses on collision resolution in a frame slotted ALOHA medium access scheme, where users are granted certain level of redundancy per transmission attempt. It exploits two features of coded schemes: the first one relates to the property that in the finite-field $\mathbb{F}_2$, although the individual messages cannot be correctly decoded, a linear combination of them (the bitwise XOR of a set of messages) may be. This property led to the so-called compute-and-forward [39], [40], which proved achievable gains, from an information-theory point of view. The second one exploits the increase in the diversity order of a linear system of equations if it is defined over an extended Galois Field $\mathbb{F}_q$ with field order $q = 2^n$.

The multiple access scheme operates as follows:

- Given a frame size of $S$ slots, users pick at random the slot positions where they will attempt transmission of each redundancy packet$^2$. In principle the scheme can operate with a different level of redundancy $R$

$^2$In general, redundancy packets are not the same, they correspond to different codewords per user message.
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Each message, previous to channel encoding and modulation\(^3\), allows for a linear precoding, which consist in a symbol-wise multiplication in the extended Galois Field \(\mathbb{F}_q\), i.e.
\[
U_{\mathbb{F}_q}(m) = \alpha_r \times U_{\mathbb{F}_q}(m)
\]
where \(U_{\mathbb{F}_q}(m)\) denotes the \(m\)-th symbol of the non-binary representation of the binary message \(U\). Precoding coefficients \(\alpha_r \in \mathbb{F}_q\) are generated randomly\(^4\).

User detection and channel estimation is enabled by means of a preamble including the user signature and small overhead for identification of precoding coefficients.

At the receiver side, for each slot, the receiver performs user detection and channel estimation, followed by the channel decoding stage. Each decoded message or linear combination (in \(\mathbb{F}_2\)), generates a new row at the frame matrix \(A \in \mathbb{F}_q\). If \(A\) is full rank, collisions can be resolved without the need for having one singleton packet.

For two-stage protocols, only the PHY layer component is used, applying advanced decoding to the reception of the data transmission stage. That is, the data transmission stage can be modified to allow several users to transmit their messages over the same physical resources. It only transmits the payload data since in this scenario, the receiver knows which users are transmitting and simply takes advantage of the increased capture probability provided by the advanced decoding scheme.

Relevant aspects of the scheme rely on the detection, channel estimation and decoding algorithms applied to the received signal within a single slot. In particular, for the detection of colliding users and channel estimation in one-stage protocols, we resort to a CSMUD algorithm, as introduced in section VI-A (see also [41]). More specifically, we consider channels with no delay spread and, thus, the simple CSMUD form in (6) is sufficient. Note that in the case where a packet fits a single radio resource block, as it is the case for the minimum allocation size of 1 PRB = 180 kHz \(\times\) 1 ms (see Table I), the channel can be assumed constant. At the receiver side, advanced decoding (joint decoder and the “seek-and-decode” principle) is implemented independently at each slot, applied after standard SIC fails to decode any more messages, thus reducing complexity. Final decision decoding is made at the end of the frame (5 slots), although variants to the scheme could allow faster acknowledgements as soon as individual messages are correctly decoded at each slot. Results are shown in Figs. 15 and 16 for very short codes (i.e. binary LDPC with codeword length of 164 coded symbols) and system parameters defined in Table 1 under block fading channels, shows relevant throughput gains against benchmark (slotted ALOHA) for moderate/high loads, even with no precoding. Results are also encouraging in terms of robustness against channel estimation errors, and user misdetection.

We shall remark that simulation results include full physical layer implementation (multi-user detection, channel estimation and decoding) over the medium access control (for a frame size of \(S = 10\) slots). Further details can be found in [21] including additional KPIs.

C. COMPRESSIVE SENSING CODED RANDOM ACCESS (CCRA)

Recent concepts combine advanced MAC protocols with Compressive Sensing (CS) based multiuser detection [42], [43]. In this section, we introduce a concept for

---

\(^3\)The same channel code and modulation among users is assumed.

\(^4\)Note that the system can be configured to include no precoding, \(\alpha_r \in \mathbb{F}_2\)
sparse joint activity, channel and data detection in the context of the Coded ALOHA (FDMA) protocol which we call Compressive Coded ALOHA Random Access (CCRA) extending the work in [42] and [44]–[46]. We will argue that a simple sparse narrowband and data detection is not sufficient (as many papers do) because control resources are in the order of the data. In addition, we will 1) improve on the performance of such protocols in terms of the reduction of resources required for the user activity, channel estimation and data detection 2) achieve the required channel estimation quality for the successive interference cancellation procedure required in coded ALOHA and CCRA.

Let us assume for simplicity a single time slot and an OFDM system with \( n \) subcarriers. This is easily generalized to the case where there are multiple time slots, notably, within the OFDM system with \( n \) coded ALOHA and CCRA.

2) achieve the required channel estimation quality for the scheme in Fig. 17.

\[ y = D(p)h + C(h)x + e \] (10)

where \( D(p) := \{\text{circ}(s)p_1, \ldots, \text{circ}(s)p_w\} \in \mathbb{C}^{n \times us} \) and \( C(h) := \{\text{circ}(n)([h_1, 0]), \ldots, \text{circ}(n)([h_n, 0])\} \in \mathbb{C}^{n \times \text{us}} \) are the corresponding compound matrices, respectively \( p = [p_1^T, p_2^T, \ldots, p_w^T]^T \) and \( h = [h_1^T, h_2^T, \ldots, h_n^T]^T \) are the corresponding compound vectors. In general, the measurement map is difficult to analyse since \( D(p) \) depends on the specific design of the signatures \( p_i \). One choice of \( \mathcal{P} \) that works for a small number of active users and \( n > us \) is as follows: We choose \( p_0 \), to be a sequence with unit power in frequency domain, i.e. such that (up to phases, which can be selected according to other optimization criteria, e.g. PAPR):

\[ |(\hat{p}_0)_i| = \left\{ \begin{array}{ll} \sqrt{n/m} & i \in \mathcal{B} \\ 0 & \text{else} \end{array} \right. \] (11)

where \( \hat{p}_0 := Wp_0 \) denotes the FFT transform of \( p_0 \). Since \( n \geq us \), the matrix \( D(p) \) can be completely composed of cyclical shifts of the sequence \( p_0 \), i.e. \( p_1 = p_0, \quad p_2 = p_1^{(s)}, \quad p_3 = p_2^{(s)}, \ldots \) where \( p^{(s)} \) is the \( s \) times cyclical shifted \( p \). Hence, \( D(p) \) is a single circular matrix, and, in this
situation, we can show, that the control channel is finally represented as:

\[ y_B = Ah + z, \]

where \( A \) is a subsampled \( m \times u \) FFT matrix, which is normalized by a factor of \( \sqrt{T/m} \) and \( z \sim CN\left(0, \frac{1}{m}I_m\right) \).

Now, based on this measurement model, the most important assumptions on the structure of \( h \) are:

- Bounded support of \( h_i \) (with high probability), i.e. \( \text{supp}(h_i) \leq s \) and \( s \ll n \)
- Sparse user activity, i.e. \( k_u \) users out of \( u \) are actually active
- Sparsity of \( h_k \), i.e. \( \|h_k\|_{\ell_0} \leq k_s \)

Hence, classical sparsity of \( h \) is \( k := k_u k_s \) and the typical arsenal of CS algorithms can be used. In CCRA, though, we are exploiting block-column sparsity: a \( k \)-sparse compound vector \( h \) is so-called block-column sparse, i.e. \((k_u, k_s)\)-sparse, if it consists of \( k_u \) active blocks of length \( s \) each \( k_s \)-sparse. Block-column sparsity is exploited in the detection of the activity and channel by a new algorithm called Hierarchical HTP (HiHTP). HiHTP uses a so-called block-column thresholding operator \( L_{k_s, k_u}(z) \). This operator can be efficiently calculated by selecting the \( k_s \) absolutely largest entries in each block and subsequently the \( k_u \) blocks that are largest in \( \ell_2 \)-norm. The strategy of the HiHTP algorithm is to use the thresholding operator \( L_{k_s, k_u} \) to iteratively estimate the support of \( h \) and subsequently solve the inverse problem restricted to the support estimate. HiHTP comes with explicit recovery guarantees while exploiting the specific structure of \( h \), see [47].

The data detection algorithm can be seen as in instance of coded slotted ALOHA framework [36], tuned to incorporate the particularities of the physical layer addressed in the paper, as described in the previous section. Specifically, the random access algorithms assumes that:

- the users are active in multiple combinations of time-frequency slots, denoted simply as slots in further text, the activity pattern, i.e. the choice of the slots is random, according to a predefined distribution,
- every time a user is active, it sends a replica of packet, which contains data,
- each replica contains a pointer to all other replicas sent by the same user.

Obviously, due to the random nature of the choice of slots, the access point (i.e. the base station) observes idle slots (with no active user), singleton slots (with a single active user) and collision slots (with multiple active users). Using a compressive sensing receiver, the base station, decodes individual users from non-idle slots, learns where the replicas have occurred, removes (cancels) the replicas, and tries to decode new users from slots from which replicas (i.e. interfering users) have been cancelled. In this way, due to the cancelling of replicas, the slots containing collisions that previously may have not been decodable, can become decodable. This process is executed in iterations, until there are no slots from which new users can be decoded. The above described operation can be represented via graph. Analytical modelling of the above is the main prerequisite to assess the performance of the random access algorithm, which in turn, allows for the design of the probability distribution that governs the choice slots, and which is typically optimized to maximize the throughput, i.e. the number of resolved packets per slot [36].

We follow the common simulation assumptions described in Table I. Note that the pilot-to-data ratio is only 13% so the overhead compared to LTE-4G has significantly reduced (reported to be up to 2000% in [48]). For the CCRA throughput evaluation, we use BPSK modulated subcarriers and successive interference cancellation. Fig. 18 shows the throughput of actually successfully recovered packets over different arrival rates using at most three replicas per packet (optimum results from testing one to five copies). It can be seen that with three replicas the performance is significant improved over, say, traditional slotted ALOHA (SA) which achieves only max. 40% normalized throughput (i.e. 20 user/TTI). While not shown here in detail, we mention that BER performance for detecting replicas at 15 dB SNR is well below 10^{-1} even for those with three-step interference cancellation detection procedure pointing out the good channel estimation performance. Altogether, we conclude that even for this challenging scenario the CCRA achieves a significant throughput gain with reasonable BER performance per detected and decoded packet and, at the same time, drastically reduces the signalling overhead.

**D. SLOTTED COMPUTE AND FORWARD (SCF)**

The presented Slotted Compute-and-Forward (SCF) approach is a random access extension of the Compute-and-Forward (CF) relaying scheme introduced in [49]. The approach combines the concept of network densification with physical-layer network coding and a multicarrier transmission scheme (OFDM). Using linear codes it enables the network to exploit channel collisions [50] by decoding linear combinations of the messages transmitted by different devices that access the channel simultaneously in the same frequency band. The scheme assumes a dense network infrastructure with a large number of MTC devices accessing the wireless channel, where each transmitter can be heard by
multiple mini base stations. The data transmission is a two-hop communication with multiple mini base stations acting as relays. They receive individual superpositions of the sent signals, process, decode and forward them to the macro base station. The macro base station then estimates the transmitted messages over a finite field based on the received linear combinations. A simplified example is shown in Fig. 19.

![Toy example describing the main processing blocks for the 2 transmitters x 2 mini base stations case.](image)

Let us assume that the large set of uniformly distributed MTC devices $\mathcal{M}_{\text{tot}}$, with $\mathcal{M}_\text{tot} := |\mathcal{M}_{\text{tot}}|$, is supported by a set of mini base stations $\mathcal{B}_{\text{tot}}$, which are connected to the macro base station through a wired or wireless communication. Each mini base station has only knowledge of its own channel coefficients, whereas the MTC devices have no channel state information. Let $\mathcal{M} \subset \mathcal{M}_{\text{tot}}$, with $M := |\mathcal{M}|$, be a set of active MTC devices that can be heard by each mini base station $b \in B$ of a predefined subset $\mathcal{B} \subset \mathcal{B}_{\text{tot}}$ and $B := |\mathcal{B}|$. Note that, for simplicity, we have assumed here $B = M$. To increase robustness it is often reasonable to choose $B > M$ and solve instead the over-determined system of equations. Each device $m \in \mathcal{M}$, has a length-$k$ complex message $w_m = (w_m^r, w_m^i)$, with $w_m^r$ and $w_m^i$ real, respectively imaginary part drawn from some finite field $\mathbb{F}_p^k$, and maps its message to a length-$n$ codeword $x_m \in \mathbb{C}^n$ subject to an average power constraint $\frac{1}{n} \|x_m\|^2 \leq P$. We model the complex baseband signal $y_b$ received by mini base station $b \in B$ as

$$y_b = \sum_{m \in \mathcal{M}} h_{bm} x_m + z_b,$$  \hspace{1cm} (12)

where $z_b \sim \mathcal{CN}(0, I_n)$ denotes independent Gaussian noise of unit variance (per dimension) and $h_{bm}$ is the complex-valued channel coefficient between MTC device $m$ and base station $b$.

The mini base station $b$ performs rescaling and integer-forcing to obtain a noisy linear combination of the transmitted codewords with integer coefficients:

$$\tilde{y}_b = \alpha_b y_b = \sum_{m \in \mathcal{M}} a_{bm} x_m + \sum_{m \in \mathcal{M}} (\alpha_b h_{bm} - a_{bm}) x_m + \alpha_b z_b,$$

and decode $\mathbb{F}_p$ linear combinations

$$u_b := \bigoplus_{m \in \mathcal{M}} \beta_{bm} w_m$$

of messages $w_m$ over $\mathbb{F}_p$. The scaling factor $\alpha_b$ and the integer coefficients $a_{bm}$ are chosen such that the effective noise is minimized. The equation coefficients $\beta_{bm}$ satisfy $\beta_{bm} = [a_{bm}] \mod p \in \mathbb{F}_p$. Once the mini base stations have successfully decoded the linear equations they forward these along with the respective coefficients $\beta_b = (\beta_{b1}, \ldots, \beta_{bM})$ to the macro base station. If the equation coefficients have been chosen such that the matrix $B := (\beta_{b1}, \ldots, \beta_{bM})^T \in \mathbb{F}_p^{M \times M}$ is invertible over $\mathbb{F}_p$, the macro base station estimates the original messages by calculating [51].

$$(\hat{w}_1, \ldots, \hat{w}_M)^T = B^{-1}(\hat{u}_1, \ldots, \hat{u}_B)^T. \hspace{1cm} (13)$$

This approach makes the SCF solution especially suited for two-hop communication scenarios where the capacity limited second hop is a bottleneck in the transmission. For a transmission to be successful, the superposition of messages has to be successfully decoded, and $B$ must be invertible over $\mathbb{F}_p$, meaning that the system of linear equations at the macro base station has to be of full rank. To reduce the probability of rank deficiency, each MTC device transmits the same message over several frequency slots. For our simulations we consider four slots. We further allow for cooperation between mini base stations and macro base station for up to four colliding devices.

To analyse the end-to-end performance of the approach we consider a system which consists of the following blocks: coding and modulation, resource allocation, transmission over the wireless channel, signal reception and processing at the mini base stations, forwarding to the macro base station, data aggregation at the macro base station.

We assume that channel estimation has been performed and all active devices have been identified [52]. For the slotted transmission synchronization within the guard interval is assumed. All nodes are equipped with a single antenna while all devices transmit at an equal rate. The messages are encoded using an LDPC channel code with a code rate of $R=1/4$. Each transmitter transmits complex messages of 128 bit, sending a total number of 256 information bit. The encoded data is modulated using a QPSK modulation alphabet. The channel is modelled as a four-tap block fading Rayleigh multipath channel. For the sake of computational complexity we assume that no more than 9 devices collide on the same resource block at a given time. Note that the number of active devices during one time-slot can be much higher. Since each device transmits two independent messages over complex channels, up to 18 messages can collide. The traffic model follows a Poisson arrival process with an arrival rate $\lambda$ per time-slot.

Both KPIs, protocol throughput and access latency are highly dependent on the signal-to-noise ratio (SNR). The throughput, shown in Fig. 20, is defined as the mean number of successfully transmitted messages for a certain arrival rate $\lambda$. No retransmissions have been considered in the simulations when determining the protocol throughput. Since the macro base station is still able to decode, packets are not discarded when two or more collisions occur, leading to
E. MASSIVE MIMO

We now consider a massive access solution that takes advantage of the Massive MIMO capabilities, where the base station of a massive MIMO system is equipped with a very large number of antennas and can create a very large number of spatial Degrees of Freedom (DoF) under favorable propagation conditions. Those DoFs are naturally suited to efficiently serve a very large number of devices such as in machine-type communications, not only by spatially multiplexing a dense crowd of devices but also by improving contention resolution in resource access. We target a multiple antenna system at legacy frequency band (below 6 GHz) where the devices are assumed to have a small number of antennas due to their size. The use of a larger number of antennas at the devices is in principle possible at millimeter-wave bands. However, the cost of devices equipped with multiple antennas and beamforming capabilities at those bands is currently a limitation in MTC applications.

This solution addresses two important aspects in machine-type communications: acquisition of Channel State Information (CSI) and data communications for uplink traffic. CSI is estimated at the BS based on training via pilot sequences. The pilot sequences available are assumed to be mutually orthogonal. For UL machine-type traffic, CSI estimation suffers from two fundamental limits. First, the duration of pilot sequences is limited by the (time-frequency) coherence interval of the channel, as well as the transmit power of the device. For orthogonal pilot sequences and in crowd scenarios, it means that the number of sequences could be in severe shortage. Therefore, allocation policy of the pilot sequences becomes a central question. Second, the data traffic is intermittent and only a subset of the devices is active simultaneously. Hence a fixed pilot allocation to all the devices in the system would be highly inefficient. Pilot allocation has rather to adapt and scale with the traffic activity pattern and not to the actual number of devices present in the system. A natural choice is to decentralize pilot access to the devices and make it random.

Random access to pilot sequence leads to pilot collision, also known as pilot contamination. Pilot contamination is a major impairment in massive MIMO system: when used for data decoding, contaminated channel estimates lead to interference that can be significant. The basic idea of the proposed joint pilot and data access is to randomize the effect of pilot contamination over multiple transmission slots, so that the effect of contamination-induced interference is averaged out and becomes predictable. Related work can be found [53]–[55].

Uplink transmission is organized into transmission frames made out of multiple transmission slots. A transmission slot is a time-frequency unit where the channel can be approximated as constant. Fig. 22 depicts a simplified example with four active devices and two orthogonal pilot sequences, where $\tau_u$ is the duration of a transmission slot and $\tau_p$ is the duration of the pilot sequences in symbols. A block fading model is assumed, with independent realization in each slot and for each device.

A device with data to transmit waits for the start of a new transmission frame. Each active device encodes its data into one codeword that is divided into multiple parts and transmits one pilot sequence followed by one part of the codeword within a transmission slot. The pilot sequence serves to estimate the channel that is then used for soft decoding of the associated codeword portion. Within a transmission frame, a number of $K_d$ devices are active out of a total number of $K$ devices. The activation probability of a device is $p_a$. 

\[ \text{FIGURE 20. Throughput performance of SCF massive access scheme for several SNRs of the first hop.} \]

\[ \text{FIGURE 21. Access Latency of SCF massive access scheme for several SNRs of the first hop.} \]
In order to randomize the effect of pilot contamination, pilot hopping is performed. In each transmission slot, each active device selects one pilot sequence from the set of orthogonal pilot sequences according to a pseudorandom pilot-hopping pattern that is unique to the device. Hence, in each transmission slot and for one given device, contamination-induced interference comes from different sets of devices. The codeword of the device experiences all possible contamination events from the K active devices, provided that the number of transmission slots duration is sufficiently long. Likewise, for an asymptotic large number of transmission slots, the additive noise at the BS and fading is averaged out. Under those asymptotic conditions, a maximal achievable rate per device can be defined within each transmission frame. Achieving this rate assumes the following features: a) estimation of the number of active users at the BS, b) estimation of the average channel energy per device at the BS and at the device, c) BS broadcasts the rate associated to each value of average channel energy. With conditions a) and b), the BS computes a maximal achievable rate per device. The BS broadcasts both the channel energy and its associate rate for each active device. As the device itself knows its channel energy, it can associate its assigned rate.

For each transmission slot, the following steps are performed. First, the BS detects which pilot sequences are in use. This is done by correlating the received signal with each sequence available. The pilot detection outcomes are buffered in order to be utilized for device activity detection. Second, for each pilot sequence detected, the corresponding channel estimate is computed. In this work, MMSE channel estimation is performed. When there is pilot collision, channel estimation is contaminated. Third, for each pilot sequence detected, a multiple antenna processing based on the channel estimate is applied to the data symbols in the slot and its output is buffered along with its associated pilot index. In this work, Maximum Ratio Combining (MRC) is utilized.

A unique pseudorandom pilot-hopping pattern is assigned to each device. The pilot-hopping patterns are known at the BS and serve for device identification at the BS. In order to detect the transmitting devices, the BS combines the pilot sequence detection outcomes from the slots that follow the pattern. Based on the identifying pilot-hopping patterns, the BS identifies which MRC outputs to combine to decode the data of each transmitting device.

Our main performance metric is the system uplink sum rate. It is the sum rate per transmission frame averaged over the activation statistics of the device population. We work on an approximation of the uplink sum rate R that is tight thanks to channel hardening and when the total number of devices is large. This metric depends on the total number of BS antennas M and the number of pilot sequences, τp; the larger those quantities, the more devices can be multiplexed. Bound R is also a function of the device activation probability, pA. To maximize the sum rate, one can optimize pA and τp. When the number of antennas M and the duration of transmission slot τu are of the same order, the sum rate scales of \( \sqrt{Mτ_u} \).

Heuristic solutions indicate that one third of the transmission slot should be devoted to training while the average number of active devices should be of the order of \( \sqrt{Mτ_u} \).
VII. CONCLUSIONS
The shown performance results show that each solution provides a trade-off between throughput and latency. Yet we can conclude that very significant gains can be achieved if the following techniques are applied in the design of massive access protocols:

- Physical layer: (i) compressive sensing for multi-user detection (CSMUD, CRAPLNC), (ii) multi-user decoding (OSTSAP, CRAPLNC), (iii) redesign of access preambles (OSTSAP) and (iv) multiple spatial layers (NOTAFT);
- Medium access layer: (v) coding over retransmissions (SBA, CRAPLNC), (vi) back-off schemes (OSTSAP, CRAPLNC);
- Protocol Design: (vii) one-stage protocols (CSMUD) and (viii) low overhead network synchronization (NOTAFT).

One final remark is that for all the schemes a large part of the complexity is at the receiver of the base station, while the transmitter operation at the devices does not suffer an increase in complexity (with the exception of the CRAPLNC scheme).

For massive Machine Type Communications to take place, there is the need for efficient access protocols capable of withstanding a massive number of devices contending for network access. We have proposed several random-access schemes of one-stage and two-stages types. Several physical layer and medium access layer techniques have been considered. The physical layer techniques include multi-user detection using compressive sensing techniques, collision resolution and harness of interference using physical layer network coding and non-orthogonal access with relaxed time-alignment. The medium access layer techniques include coded random access and signature based access, one/two-stage random access and fast uplink access protocols with a focus on latency reduction. A common evaluation framework has been defined and individual performance results provided. These results will help on the design of a robust massive access solutions, by identifying which techniques lead to higher protocol performance, and do provide recommendations on the protocol design for the NR in 3GPP.
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